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DEPARTVENT OF HOVELAND SECURI TY
Bur eau of Custons and Border Protection
19 CFR Parts 4 and 122

[ USCBP- 2005- 0003; CBP Dec. 07- 64]
RIN 1651- AAG2

Advance El ectronic Transm ssion of Passenger and Crew Menber
Mani fests for Commercial Aircraft and Vessels

AGENCY: Custons and Border Protection, DHS.

ACTI ON: Final rule.

SUMVARY: This rule adopts as final, with the nodifications set forth in
thi s docunent, proposed amendnents to Custons and Border Protection
(CBP) regul ations concerning electronic manifest transm ssion
requirements relative to travel ers (passengers, crew nenbers, and, in
sonme instances, non-crew nenbers) onboard international conmmerci al
flights and voyages arriving in and departing fromthe United States.
The rule is designed to enhance national security and the |evel of
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security provided under the regulations for the comercial air and sea
travel industries, and consequently increase national security in
general. The rule also inplenments the Intelligence Reformand Terrorism
Prevention Act of 2004, which requires that el ectronic manifest
informati on for passengers onboard conmercial aircraft arriving in and
departing fromthe United States, and passengers and crew onboard
arriving and departing conmercial vessels (with certain exceptions), be
vetted by DHS agai nst a governnent-established and mai ntai ned terrorist
watch list prior to departure of the aircraft or vessel

Under this final rule, there are three options for air carriers to
transnmit mani fest data for aircraft departing fromor en route to the
United States: Transm ssion of passenger manifests in batch formby an
interactive nethod no later than 30 minutes prior to the securing of
the aircraft doors (APIS 30); transm ssion of individual passenger
mani f est infornmation as each passenger checks in for the flight, up to,
but no later than, the tinme the flight crew secures the aircraft doors
(API'S interactive Quick Query or AQQ; and transm ssion of passenger
mani fests in batch formby a non-interactive nethod no later than 30
m nutes prior to the securing of the aircraft doors (APIS 30 " non-
interactive'').

For sea travel, CBP will require vessel carriers to transmt
passenger and crew nmani fests for vessels departing fromthe United
States no later than 60 mnutes prior to departure. For vessels
departing fromforeign ports destined to arrive at a U S. port, CBP is
retaining the current requirenent to transnit passenger and crew
arrival manifest data at |east 24 hours and up to 96 hours prior to the
vessel's entry at the U S. port of arrival

DATES:. Effective Date: February 19, 2008.

FOR FURTHER | NFORVATI ON CONTACT: Robert Neumann, Program Manager,
Ofice of Field Operations, Bureau of Custons and Border Protection
(202- 344-2605) .

SUPPLEMENTARY | NFORMATI ON

Acronyns and Abbrevi ati ons

The foll owi ng acronyns and abbrevi ati ons are used throughout this
docunent :

APl S: The Advance Passenger Information System the electronic
data interchange system approved by CBP for air carrier
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transmi ssions (to CBP) of electronic passenger, crew nenber, and
non-crew nmenber manifest data.

API'S 30: This refers to the two el ectronic batch passenger
mani f est transni ssion options available to air carriers under this
final rule, one of which is interactive and the other of which is
not; both are so naned because the batch passenger manifest nust be
transnmitted under either option no later than 30 minutes prior to
the securing of the aircraft (defined bel ow).

API'S 60: This refers to the two el ectronic batch passenger
mani f est transni ssion options proposed in the NPRM one of which was
interactive and the other of which was not; both were so naned
because it was proposed (but not adopted in this final rule) that
the batch passenger manifest be transmitted under either option no
|ater than 60 ninutes prior to the aircraft's push-back fromthe
gate. This termcan also apply to the transm ssion process for
commerci al vessels departing fromthe United States, provided for in
this final rule to require passenger and crew nmanifest transm ssions
60 m nutes prior to departure.

AQQ APIS Quick Query, an interactive electronic transm ssion
functionality for transmitting required individual passenger
mani f est data to CBP through APIS.

ATSA. Avi ation and Transportation Security Act (2001).

CBP: Bureau of Custons and Border Protection.

DHS: Departnent of Honel and Security.

eAPIS: CBP Internet functionality for air carriers naking
required APIS transni ssions to CBP

eNOA/D: Refers to U.S. Coast Guard (USCG Internet functionality
avai l abl e to vessel carriers for nmaking required API S transni ssi ons
to CBP and required Notice of Arrival transm ssions to the USCG

EBSVERA: Enhanced Border Security and Visa Entry Reform Act of
2002.

INS: Inmigration and Naturalization Servi ce.

| RTPA: Intelligence Reformand Terrorism Protection Act of 2004.

OCS: Quter Continental Shelf (of the United States).

OvB: O fice of Managenent and Budget.

Pl A: Privacy | npact Analysis.

SORN: System of Records Notice; a notice required to be
published in the Federal Register under the Privacy Act (5 U S C
552a) concerning a group of any records under the control of any
agency fromwhich information is retrieved by the nane of the
i ndi vidual or by sone identifying nunber, synbol, or other
identifying particular assigned to the individual

TRIP: Travelers Redress Inquiry Program a DHS program for
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i ndi vidual s who have inquiries or seek resol ution regarding
difficulties they experienced during their travel screening at
transportati on hubs.

TSA: Transportation Security Administration, DHS.

TSC. Terrorist Screening Center, Department of Justice.

UN EDI FACT: United Nations Electronic Data |Interchange For
Admi ni stration, Commerce, and Trade.

USCG U.S. Coast Guard, DHS.

US/ EDI FACT: United States Electronic Data |nterchange For
Adm ni stration, Conmerce, and Trade.

Tabl e of Contents

The SUPPLEMENTARY | NFORMATI ON section of this final rule sets forth
the basis, purpose, and particulars of this rulenaking and is organi zed
as follows:

| . Background and Purpose
A. Advance Passenger Information System (APIS)
B. Rationale for Change
1. Continued Threat of Terrorist Attacks Affecting Comrerci al
Travel
2. | RTPA
I'l. Discussion of the Final Rule
A. Air Carrier Requirenents
1. Change Regarding Definition of
2. Manifest Transni ssion Options
B. Vessel Requirenents
[11. Discussion of Coments
A. Comments Pertaining to the Proposed Rule
1. Ceneral Comments
2. Conments Beyond t he Scope
3. Comments by (or on Behalf of) Air Carriers
4. Comments by (or on Behalf of) Vessel Carriers and CQuter
Conti nental Shelf Operators
B. Cormments Pertaining to the Regul atory Assessnent
I V. Conclusion and Summary of Changes Made to the API'S Regul ations
by This Final Rule
V. Regul atory Anal yses
A. Executive Order 12866 (Regul atory Planning and Revi ew)
B. Regulatory Flexibility Act
C. Unfunded Mandates Reform Act
D. Executive Order 13132 (Federalism
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E. Executive Order 12988 (Civil Justice Reform
F. National Environnmental Policy Act
G Paperwork Reduction Act

[ [ Page 48321]]

H Signing Authority
I. Privacy Statenent

| . Background and Purpose

On July 14, 2006, CBP published a notice of proposed rul emaking
(NPRM or proposed rule) in the Federal Register (71 FR 40035) proposing
anendnents to CBP regul ati ons concerni ng the advance el ectronic
transm ssi on of passenger nanifests for conmercial aircraft arriving in
and departing fromthe United States, and of passenger and crew
mani fests for conmercial vessels departing fromthe United States. The
proposed rule also solicited public comments. An econom ¢ anal ysis of
the rule was nade available to the public at http://ww.regul ati ons. gov

(under docket number USCBP-2005-0003). This final rule discusses the
coments received by CBP on the proposed rule and adopts the proposed
anendnents as final, with the nodifications explai ned further bel ow

A. Advance Passenger Information System

The Advance Passenger Information System (APIS) is a w dely-
utilized electronic data interchange system approved by CBP. APIS is
used by international commercial air and vessel carriers to transnit
electronically to CBP certain data on passengers and crew nenbers. APIS
often will be referred to as ~"the CBP systemi' in this docunent to
reflect transm ssions of information to and from CBP

APl S was devel oped by the former U S. Custons Service (Custons) in
1988, in cooperation with the former Immigration and Naturalization
Service (INS) and the airline industry. As a voluntary program APIS
was Wi dely used, making it nearly an industry standard. After a period
of voluntary participation, the Federal governnent inplenented
requi rements governing the advance el ectronic transm ssion of passenger
and crew nenber nmanifests for commercial aircraft and commercia
vessel s in accordance with several statutory mandates. These mandat es
i ncl ude, but are not limted to: Section 115 of the Aviation and
Transportation Security Act (ATSA), Public Law 107-71, 115 Stat. 597,
49 U. S.C. 44909 (applicable to passenger and crew nanifests for flights
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arriving in the United States); section 402 of the Enhanced Border
Security and Visa Entry Reform Act of 2002 (EBSVERA), Public Law 107-
173, 116 Stat. 543; 8 U . S. C. 1221 (applicable to passenger and crew
mani fests for flights and vessels arriving in and departing fromthe
United States); and CBP' s general statutory authority under 19 U S. C
1431 and 1644a (requiring manifests for vessels and aircraft).

The Transportation Security Adm nistration (TSA) al so regul ates the
security of, anmong others, certain U S. aircraft operators (49 CFR part
1544) and foreign air carriers (49 CFR parts 1546 and 1550) t hat
conduct passenger and all-cargo operations to, from wthin, and
overflying the United States. In addition to these regul ations, TSA has
i mpl enented detail ed security requirenents tailored for specific
sectors of the transportation industry that are inplenmented through
security prograns, Security Directives (SDs), \1\ and Energency
Amendnments (EAs). See, e.g., 49 CFR 1544. 305, 1546.105, 1550.5. Under
certain SDs and EAs now in effect, TSA requires the advance subm ssion
of crew nmenber and non-crew nmenber mani fest information for certain
flights operating to, from continuing within, and overflying the
United States.

\1\ Security progranms, SDs and EAs generally contain sensitive
security information under 49 CFR 1520.5(b)(2) and thus are not
di scl osed to the general public.

A nore detail ed description of the legal authorities for DHS to
col | ect advance passenger manifest information is set forth in a fina
rule issued by CBP on April 7, 2005 (70 FR 17820) (the 2005 API S Fi nal
Rul e), establishing CBP's current APIS regul ations. See 19 CFR 4. 7b,
4,64, 122.49a-122.49c, 122.75a, and 122. 75b. The 2005 APIS Final Rule
al so anmended the APIS regul ations to incorporate the requirenent
pertaining to electronic manifest transm ssions for passengers and crew
onboard vessels and aircraft arriving in and departing fromthe United
States (8 CFR 231.1 and 231.2, respectively). See also 8 CFR 217.7
(pertaining to the electronic data transm ssion requirenent and the
Vi sa Wai ver Program.

Under APIS, CBP requires air carriers and vessel carriers to
collect and transnit information that consists primarily of information
t hat appears on the biographi cal data page of travel documents, such as
passports issued by governnments worldw de. Many API S data el enents
(such as nane, date of birth, gender, country of citizenship, passport
or other travel docunment information) routinely have been coll ected
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over the years by a country's governnent, when a travel er seeks entry
into that country, by requiring the traveler to present a governnent-

i ssued travel docunent containing that information. Today, CBP uses
this biographical data to performenforcenent and security queries

agai nst various multi-agency |aw enforcenment and terrorist databases in
connection with, as appropriate, international conmercial flights to,
from continuing within, and overflying the United States and

i nternational conmercial vessel voyages to and fromthe United States.

For commercial air travel, CBP currently requires air carriers to
electronically transmt passenger arrival manifests to CBP no |ater
than 15 m nutes after the aircraft's departure fromany place outside
the United States (Sec. 122.49a(b)(2)), and passenger departure
mani fests no later than 15 mnutes prior to departure of the aircraft
fromthe United States (Sec. 122.75a(b)(2)). Manifests for crew
nmenbers on passenger and all-cargo flights and non-crew nenbers on all -
cargo flights nmust be electronically transmtted to CBP no later than
60 m nutes prior to the departure of any covered flight to, continuing
within, or overflying the United States (Sec. 122.49b(b)(2)), and no
| ater than 60 m nutes prior to the departure of any covered flight from
the United States (Sec. 122.75b(b)(2)).

For conmercial sea travel, CBP currently requires vessel carriers
to electronically transnmit arrival passenger and crew nenber manifests
at |east 24 hours (for voyages of fewer than 24 hours), and up to 96
hours (for voyages of 96 or nore hours), prior to the vessel's entry at
a U S port or place of destination, depending on the |ength of the
voyage (for voyages of 24, but |less than 96 hours, transm ssion nust be
prior to departure of the vessel from any place outside the United
States). See Sec. 4.7b(b)(2). A vessel carrier also nust
electronically transmt passenger and crew nmenber departure nanifests
to CBP no later than 15 mnutes prior to the vessel's departure from
the United States. See Sec. 4.64(b)(2).

CBP currently requires that manifest information for passengers,
crew nmenbers, and non-crew nenbers, as appropriate, be electronically
transmtted for these aircraft and vessel arrivals and departures, and
for crew and non-crew nenber manifest information for flights
continuing within and overflying the United States. These regul ations
serve to provide the nation, the carrier industries, and the
international traveling public, with additional security fromthe
threat of terrorism

[[ Page 48322]]

B. Rationale for Change
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1. Continued Threat of Terrorist Attacks Affecting Comrercial Trave

DHS's primary inpetus for this rulemaking initiative is to respond
to the continuing terrorist threat facing the United States, the
international trade and transportation industries, and the
international traveling public. The proposed rule referenced severa
terrorist incidents to denonstrate the |ongstandi ng and conti nued
nature of the threat, including terrorist hijackings of commercial
aircraft in the 1970s, the thwarted plot to expl ode 12 comerci al
airliners over a 48-hour period in 1996, instances where credible
intelligence resulted in nunmerous flight delays and cancel |l ati ons
during the 2003 holiday season, and repeated intelligence-generated
security alerts, including an alert identifying a threat to Washi ngton,
DC, and New York City leading up to the 2004 Presidential election. The
NPRM al so nentioned past terrorist attacks agai nst passenger vessels to
denonstrate the wi de range of possible targets that may be chosen by
terrorists. Terrorist attacks on rail systenms in Madrid and London in
2004 and 2005, further denpnstrate the continued threat of terrorismto
comercial travel. Mre recently, in August 2006, shortly after the
July 14, 2006, publication of the proposed rule, U S. and British | aw
enforcenent and intelligence agencies exposed a terrorist bonb plot in
Engl and involving a threat to several U. S. -bound flights by London-
based terrorists intending to use comon liquid nmaterials to construct
a bonb onboard aircraft. These incidents underscore the need to
continue to review and revise travel and transportation-rel ated
security prograns and systenms. And terrorists threaten not only human
life, but the economic well-being of the comrercial air and vessel
carrier industries--industries of great inportance to the United States
and worl d econoni es.

The current system-which requires transm ssion of information only
after departure for flights en route to the United States--has resulted
in costs to industry. Several tinmes since Fall 2004, identification of
a high-risk passenger by DHS after departure of an aircraft en route to
the United States has resulted in the diversion of the aircraft to a
different U S. port, or a “turnback'' to the port of departure. Wile
necessary to safeguard both national security and the passengers on an
aircraft or vessel, these neasures are costly to the affected carriers.

To address these legitimate threats of terrori smand enhance
national security, DHS and the air and vessel carrier industries, under
t he governing statutes and regulations, are required to take steps to
alleviate the risks and protect these vital industries and the public.
2. | RTPA

On Decenber 17, 2004, the Intelligence Reformand Terrorism

file/IN1Yhtml/MEX_Web_Site/Port_Security/USCS/files/apis final_rule 082307.htm (9 of 76)8/23/2007 10:38:50 AM



FR Doc E7-15985

Prevention Act of 2004 (I RTPA), Public Law 108-458, 118 Stat. 3638, was
enacted. Sections 4012 and 4071 of IRTPA require DHS to issue a notice
of proposed rul emaking to establish procedures to allow for pre-
departure vetting of passengers onboard aircraft, and passengers and
crew onboard vessel s, bound for and departing fromthe United States.

| RTPA's goal is ensuring that potential terrorists are targeted prior
to departure of the aircraft or vessel

Congress, in enacting | RTPA, expressly recognized the need to fully
performvetting of manifest information prior to the departure of
comercial aircraft and vessels traveling to and fromthe United
States. Section 4012(a)(2) of IRTPA directs DHS to issue a rule
providing for the collection of passenger information from
international flights to or fromthe United States and conparison of
such information by DHS with a consolidated terrorist watch |i st
nmai nt ai ned by the Federal governnent before departure of the aircraft.
Section 4071(1) of IRTPA requires DHS to conpare vessel passenger and
crew information with information fromthe consolidated terrorist watch
list before departure of a vessel bound for or departing fromthe
United States. I n accordance with | RTPA, DHS will use the consoli dated
terrorist watch list of known and suspected terrorists maintai ned by
the Terrorist Screening Center (TSC) of the Departnent of Justice (DQJ)
to vet passengers and crew nenbers traveling on flights to and fromthe
United States and on vessels departing fromthe United States.

The | RTPA mandates that DHS col |l ect nmanifest information in
sufficient tine to ensure that the Federal governnent can perform
security analysis and take appropriate action prior to the departure of
aircraft and vessels. To neet this requirenment, CBP nust anmend its
current APIS regul ations. Accordingly, CBP, under this final rule, wll
collect and vet required API S data before passengers board aircraft
bound for or departing fromthe United States. For sea travel, CBP wll
coll ect and vet passenger and crew data earlier than is pernitted under
existing regulations for vessels departing fromthe United States, in
order to increase our ability to detect high-risk persons before they
can perpetrate a terrorist act.

Security is an ongoi ng process. Through this final rule, CBP
establishes new requirenents for the pre-departure transm ssion of
travel er and crew data. These requirenments will serve as a |layer of
protection agai nst high-risk travelers while facilitating |Iaw ul
travel .

I1. Discussion of the Final Rule

On July 14, 2006, CBP published its NPRMin the Federal Register
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(71 FR 40035) proposing to anmend API S regul ati ons concerning aircraft
bound for and departing fromthe United States and vessels departing
fromthe United States. The preanble of the proposed rule sets forth
vari ous di scussions regardi ng the proposed anendnents, the background
and purpose thereof, and the proposed mani fest data transm ssion and
security vetting process. DHS recommends reading that publication for a
nore detail ed discussion and description of the proposed anendnents.

A. Air Carrier Requirenents

1. Change Regarding Definition of ~“Departure'' for Aircraft

In the NPRM CBP proposed to change the definition of " departure’
of an aircraft from ~wheels-up,'' (e.g. the noment the |anding gear is
retracted into the aircraft immediately after takeoff and the aircraft
is enroute directly to its destination) to " "“push back'' (e.g. the
nmoment the aircraft |eaves the gate). This definition is inportant
because a carrier's obligation to transnmit data to CBP has been tied to
departure.

CBP initially believed that redefining " “departure'' as noted
above, and instituting earlier manifest transm ssion tinme requirenments
tied to that definition, would resolve these problems and provide
sufficient tine for effective vetting of aircraft passengers prior to
departure. Thus, CBP proposed that " “departure'' for aircraft should be
defined to occur the nonent the aircraft pushes back fromthe gate, a
point in the process closely proximate to the nonment when the doors are
closed on the aircraft. CBP subsequently determ ned, however, that some
flights covered by the APIS regul ati ons never " push back'' froma gate
prior to departure. Therefore, CBP is not redefining ~departure'' in
this final rule; instead, CBP is adopting ~“securing of the aircraft,’
or the nonent the aircraft's doors are closed and secured for flight,
as the touchstone for transnmitting information to CBP. See Sec.

122. 49a(a) .

[[ Page 48323]]

2. Manifest Transm ssion Options

The proposed rul e explains some of the security risks of high-risk
and potentially high-risk passengers boarding an aircraft before they
have been fully vetted. Such a passenger m ght have the opportunity to
plant or retrieve a disassenbled inprovised expl osive device or other
weapon, the detonation of which could have grave consequences in |oss
of life, danage to aircraft and airport infrastructure, and econonic
harmto the airline industry and the U S. and world econonies in

file/IN1Phtml/MEX_Web_Site/Port_Security/USCSffiles/apis final_rule_082307.htm (11 of 76)8/23/2007 10:38:50 AM



FR Doc E7-15985

general. Once on board, a terrorist or terrorists could attenpt to
hijack or otherw se take over the aircraft with potentially devastating
effect. To address this risk, the NPRM proposed a systemthat would
enable CBP to prevent the boarding of a high-risk passenger, while
providing options for air carriers to transmt manifest information in
a manner suited to their operations.

The NPRM proposed three options for transnmitting required nanifest
data, two that enploy an interactive process and one enpl oying a non-
interactive process: (1) Transmtting conplete manifests in batch form
no later than 60 mnutes prior to departure of the aircraft (API S
interactive batch or APIS 60); (2) transnitting passenger data as each
passenger checks in for the flight, up to but no later than 15 m nutes
prior to departure (APIS interactive Quick Query or AQQ; and (3)
transmitting passenger manifests in batch formno later than 60 m nutes
prior to departure by neans of a non-interactive nethod (APIS 60 "~ non-
interactive'').\2\ These three options remain in the final rule with
nodi fication concerning the timng of transm ssions. CBP has changed
the timng for transm ssion of passenger data to require transnission
of APIS batch subm ssions--both interactive and non-interactive--no
| ater than 30 m nutes prior to the securing of the aircraft doors, and
the transmi ssion of data by APIS AQQ up until the tine the aircraft
doors are secured by flight crew. (Accordingly, APIS 60 is now referred
to as APIS 30 for both interactive and non-interactive batch options).
CBP determ ned that the change from 60 ninutes to 30 is possible as a
result of systeminprovenents devel oped during the period of heightened
alert after the August 2006 failed London bonbi ng plot.

\2\ As discussed in the proposed rule, carriers night elect not
to enploy an interactive nethod because of the cost of nodifying
their transm ssion systens or because their particul ar operations
are not well suited to interactive comunication. Such carriers are
typically unschedul ed air carrier operators, such as seasona
charters, air taxis, and air anbul ances, that currently enploy eAPI S
(Internet nmethod) for manifest data transm ssion.)

Al t hough the APIS regul ations, under this final rule, will require
transm ssi on of passenger nmanifest data for air carriers no |ater than
30 minutes before securing the aircraft's doors for batch
transm ssions, and up to the time the aircraft's doors are secured for
AQQ transni ssions, CBP al so encourages air carriers to transnit
mani fest information, if available, as soon as possible and up to 72
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hours before the scheduled flight. Wiile this early transm ssion is not
mandat ory under this final rule, early transm ssion would provide
greater flexibility to CBP in vetting the information. This timng also
is consistent with the timng under consideration by TSAin the

devel opnent of its Secure Flight program At their discretion, carriers
coul d begin making transm ssions up to 72 hours prior to schedul ed
departure under this final rule, which would--if the 72-hour
requirement in the Secure Flight rule becones final--allow carriers to
avoi d nmaki ng a second set of system adjustnments to conply with the
Secure Flight program s second phase pertaining to internationa
flights. Advance transm ssions will enable earlier vetting by CBP and
earlier issuance of boarding passes by carriers if warranted by vetting
results, relieving the pressure that a high volune of later-transmtted
data could have on the carriers' operations. DHS believes that earlier
transm ssions, though not required, would be to the carriers' advantage
and encourages carriers to adopt it as a best business practice. TSA
has published a proposed rule for the Secure Flight programin this
edition of the Federal Register.

The two interactive transnmission options allow carriers to
el ectronically receive return nmessages fromCBP in real tine. This is
an i nmprovenent over the current APIS mani fest transni ssion process, in
whi ch CBP's communi cations with carriers are by tel ephone or enail
These real -time return nmessages can be sent to the carrier within
seconds (in AQQ) or within a mnute or two (in batch transm ssion) of
the CBP system s recei pt of passenger nmanifests or passenger manifest
data. Under the AQQ option, return nessages nmay be received at the
carrier's check-in counter

Either interactive option will require a nodification to a
participating carrier's electronic transm ssion system Therefore,
bef ore commenci ng operation of the interactive systemand transmtting
mani fest information in accordance with either interactive option, a
carrier nmust be certified by CBP, i.e., CBP will test the carrier's
systemand certify it as presently capable of operating as required.
(CBP notes that in the event of a systemoutage, carriers would use an
alternative comuni cation procedure, regardless of which manifest
transmi ssion option the carrier enployed.)

Under this final rule, carriers choosing not to enploy one of the
interactive transm ssion options will transmt passenger manifests in
batch formno later than 30 minutes prior to securing the doors hy
means of a non-interactive nethod. This option is nowreferred to as
the ""APIS 30 non-interactive'' option. Because these carriers do not
have to nodify their transni ssion systens, they will not require CBP
certification
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The interactive options are likely to be adopted by large carriers
and nost of these carriers are expected to enploy the AQQ option (or
both AQQ and APIS interactive batch).\3\ Small carriers that transport
significantly fewer international air passengers are likely to use the
API'S 30 non-interactive option

\3\ Large carriers are responsible for transporting over 95% of
all international air passengers involving arrivals at or departures
froma U S. port.

The mani fest transm ssion and security vetting process set forth in
the NPRM has been nodified in this final rule, in part to reflect a
nore specific description of the various steps involved and to show
nore precisely the roles of DHS s conponent agencies CBP and TSA, as
the governnent assumes the vetting function for API'S purposes
(currently perforned by the air carriers). W note that the watch |i st
vetting process for international flights, in which CBP currently plays
a maj or role under existing APIS regul ations, will be assuned
eventual ly by TSA, while, after this transition, CBP will continue to
require conplete APIS transm ssions by applicable deadlines to support
its traditional custons, inmmgration, and border enforcenment/security
purposes. (TSA's role as a partner in this APIS process under this
final rule should not be confused with TSA' s Secure Flight program now
in devel opnent, for vetting domestic flights and for assuming, at a
later tinme, the vetting function for international flights.)

The APIS data transni ssion/security vetting process under this
final rule is a joint CBP/ TSA operation, since it conbines data
col l ection under the CBP APIS regul ati ons through the CBP system
initial, automatic vetting of data by the CBP system and the further,
manual vetting by TSA anal ysts of data

[[ Page 48324]]

related to passengers identified as high-risk (" " not-cleared ') during
initial vetting. TSA is assisted in the further vetting process by the
TSC and, in sone circunstances, by other Federal security/law

enf orcenent agencies, such as the Federal Bureau of |nvestigation
(FBI'). The process involves the air carrier's transm ssion of passenger
APl S data to the CBP systemno later than a specific deadline prior to
departure as specified in the final rule (but, as discussed above,
transmi ssion of data as early as 72 hours prior to schedul ed departure
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i s encouraged as a best business practice). The process al so invol ves
initial, automated vetting of the data against the No-Fly and Sel ectee
watch lists by the CBP system and a quick response by the CBP system
sending the initial vetting result for each passenger to the carrier as
either a ""cleared, ""not-cleared,'' or "~ “selectee'' nmessage. Together
the No-Fly and Sel ectee watch |ists contain data on known and suspected
terrorists, and persons involved in, and suspected of involvenent in,
terrorist activities. Passenger data that natches or possibly nmatches
data on the No-Fly list will generate a ~ "not-cleared ' response from
the CBP system An inadequate passenger record of transmitted API S data
that cannot be properly vetted will also generate a ~"not-cleared'
response. Passenger data that matches or possibly matches data on the
Sel ectee watch list will generate a " "selectee'' response fromthe CBP
system

The nmessage returned to the carrier by the CBP system upon
completion of the initial vetting, determ nes what action the carrier

will take with respect to each passenger: the carrier will not issue a
boardi ng pass to, or board, any passenger generating a " " not-cleared
instruction; the carrier will identify a "~ “selectee'' passenger for

secondary screening (typically, a further exanination of the
passenger's person and/ or baggage), in accordance with applicable TSA

requi rements; and the carrier will be required to retransmt corrected
data or transmit new data relative to a passenger generating a ~ not-
cleared'' instruction due to inconplete/inadequate data. A " sel ectee'

passenger is issued a boarding pass with an instruction that secondary
screening i s required.

CBP then forwards the data related to a passenger generating a
“"not-cleared'' response to TSA for further analysis to confirm matches
and resolve false positives. At the sane tinme, the carrier wll
i mredi ately contact TSA to seek resolution of the " "not-cleared
nessage by providing additional information, if necessary. \Were the
further vetting of "~ "not-cleared'' passengers results in such
passengers being cleared for boarding or in being identified instead as
"“selectees,'' TSAw Il contact the carrier with appropriate
notification.

(a) Vetting Response Messages and Secondary Screening of "~ Sel ectee'’
Passengers

This final rule nodifies the proposed rule to specify that a
““selectee'' vetting result also will be sent to the carriers by the
CBP systemregardl ess of the transmi ssion option chosen by the carrier
and that, in accordance with applicable TSA requirenents, " selectee'
passengers will be subject to secondary screening before entering the
secure area
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(b) Connecting Passengers

Unli ke the proposed rule, the regulatory texts of this final rule
include a reference to connecting passengers wi th boardi ng passes whose
APl S data has not been collected by the responsible carrier and vetted
by the CBP system when they arrive at the connecting airport. The
applicable provisions of the regulation (the interactive batch and AQQ
provi sions), as anended in this final rule, specify that carriers nust
collect all required APIS data, at the gate or other suitable place,
and await appropriate vetting results (" "cleared'' or "~ “selectee'')
bef ore boardi ng these passengers (validation also occurs as carriers
will either swi pe the travel docunent or personally observe it at the
gate). This is the only instance under the API S process where a carrier
is allowed to issue a boarding pass to a passenger, or have a boardi ng
pass issued to a passenger by another carrier it has nade arrangenents
wi th concerning connecting passengers, for an APl S-covered flight
wi t hout first having received an appropriate vetting result for that
passenger.

Finally, where the interactive batch transnission option is
enpl oyed and connecting passengers with boardi ng passes arrive at the
gate (or other suitable location) within the 30-m nute w ndow, the
carrier is not required to wait 30 minutes fromthe tine the data is
transmitted to secure the aircraft and depart, provided that
appropriate vetting results are received, and validation occurs, before
any connecting passenger is boarded.

(c) Effect of a "~ "Not-Cleared'' Instruction

In the NPRM CBP proposed that a carrier using either of the batch
transm ssion options nust not board a passenger subject to a "~ not-
cleared'' vetting instruction. This final rule changes the requirenent
to prohibit these carriers fromissuing a boarding pass to such
passengers. This change nerely brings the APIS regulation into
conformance with existing TSA requirenments to which carriers are
al ready subject. CBP s proposed prohibition on issuing a boardi ng pass
to such passengers under the AQQ option also is adopted in the fina
rul e.

Also, the NPRM s regul atory text provides that a carrier is bound
by a " "not-cleared'' instruction, even when the further vetting process
has not been concl uded before departure. Wiile this specific | anguage
does not appear in the regulatory texts of this final rule, the rule
nakes clear that a carrier may not issue a boarding pass to, or board,
a "not-cleared ' passenger unless such passenger is cleared to board
during further vetting and the carrier has received that further
vetting result (either a "“cleared'' or "~ “selectee'' instruction).

(d) " Acknowl edgenent'' Requirenent
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CBP initially proposed that a carrier using the AQQ option mnust
contact CBP to acknow edge receipt of a ~"not-cleared' ' instruction
This step in the process has been determined to present an unnecessary
burden on the el ectronic transmni ssion/comuni cati on process.
Accordingly, CBP has renmoved this requirenment fromthe final rule.

(e) " Resolution Contact'' Requirenent

In the NPRM CBP proposed that a carrier using the AQQ transmni ssion
option, at its discretion, could seek resolution of a "~ not-cleared
instruction by providing additional information about a " not-cleared
passenger to assist in the further vetting of that passenger. This
final rule makes this resolution contact mandatory for all carriers
regardl ess of the transm ssion option chosen and specifies that the
carrier nmust contact TSA for this purpose.

(f) dose-Qut Message

CBP proposed that carriers, regardless of the transni ssion option
chosen, would send to CBP, no later than 30 m nutes after departure, a
uni que identifier for each passenger that checked-in for, but did not
board, the flight for any reason (referred to as a cl ose-out nessage).
This final rule changes the cl ose-out nessage requirenment by applying
it only to the interactive transm ssion options (batch and AQQ,
speci fying that transni ssion nust be no later than 30 m nutes after the
securing of the aircraft, and clarifying that the carrier may identify
passengers who did not board the aircraft in the close-out nessage by
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speci fic passenger data (such as, and typically, by use of a
passenger's nane).

B. Vessel Requirenents

As explained in the NPRM and nentioned previously in this final
rule, CBP determned that the appropriate |evel of security for vessels
departing fromthe United States is to prevent such a departure with a
hi gh-ri sk passenger or crew nmenber onboard (a known or suspected
terrorist identified by vetting against the terrorist watch list). This
determ nati on was based on CBP's recognition that the comrercial vesse
travel industry operates in a vastly different manner than does the air
travel industry. Commercial vessel carriers typically allow boarding
several hours (usually three to six hours) prior to departure. (CBP
al so notes that the definition of "“departure'' for conmercial vessels
is found in 19 CFR 4.0(g) and, for APIS purposes, is regarded to nean
the nonent when the vessel, with all passengers and/or cargo onboard,
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| eaves the dock directly en route to its foreign destination.) Thus,
unlike the comrercial air travel environnment, a manifest transm ssion
requi rement designed to prevent the possibility of a high-risk vessel-
boarding likely would require extraordinary adjustnments to the
carriers' operations and have a significant inmpact on passengers. This
woul d frustrate CBP's intent, and the purpose of various requirenents
governi ng Federal rul emaking, to achieve the agency's goal (enhanced
security) without inposing an unreasonabl e burden on affected parties.

Thus, CBP proposed that vessel carriers transmt passenger and crew
mani fests for vessels departing fromthe United States no |later than 60
nmnutes prior to departure. This timng requirement will remain the
sane in this final rule. This change will achieve the |evel of security
sought by CBP for these vessels and thereby neet the purposes of the
governing statutes, including the pre-departure vetting nmandate of
| RTPA. CBP noted in the NPRMthat the electronic systemfor
transm ssion of required vessel nmanifest data (arrival and departure)
is now the (Internet-based) eNOA/D systemof the U S. Coast Cuard
(USCG. This is not an interactive system so, unlike air carriers
operating under the APIS 30 interactive or AQQ options, vessel carriers
woul d not have to obtain systemcertification.

After transm ssion of the manifest data, the initial autonated
vetting process, which will involve vetting against the sane terrori st
wat ch |ist used for aircraft passenger vetting, CBP will issue a " "not-
cleared'' instruction for matches, possible matches, and i nconplete/

i nadequat e passenger records or crew data. Passengers or crew who are
not matched by CBP will generate " “cleared' ' nessages. Carriers will be
able to prevent the boarding of "~ "not-cleared ' persons if such persons
have not already boarded (due to the very early boarding allowed). CBP
notes that a ~"not-cleared' ' message returned to the carrier by CBP for
an i nadequate record would instruct the carrier to retransmt conplete/
corrected data.

CBP proposed that, during further vetting (which is the sane
process as described previously for air carriers), passengers and crew
for whom " "not-cleared' ' instructions were generated during the initia
automat ed vetting procedure would be either confirnmed as high-risks or
resol ved and cl eared. The proposed rule pointed out that the current
requi rement for batch manifest transm ssion--no |ater than 15 m nutes
prior to a vessel's departure froma U S. port--does not provide enough
time to fully vet passengers or crew nenbers or allow, where necessary,
for the renmoval of a confirned high-risk passenger or crew nenber from
a vessel prior to departure. The API'S 60 procedure inplenented under
this final rule will provide CBP the tinme it needs, in the great
majority of cases, to fully vet "“not-cleared' ' passengers and crew
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nmenbers and to renove those confirned as high-risk fromthe vesse

prior to departure, thereby achieving the appropriate |evel of security
sought by CBP. CBP does not guarantee these results in every instance
and rmuch depends on the carriers' procedures for |ocating and de-
boarding identified high-risk travelers.

For vessels departing fromforeign ports destined to arrive at a
US. port, CBPis retaining the current requirenent to transmit
passenger and crew arrival manifest data at |east 24 hours and up to 96
hours prior to a vessel's entry at the U S. port of arrival. This
requirement is consistent with the USCG s ~ "Notice of Arrival'' (NOA)
requi rements. (Under 33 CFR 160.212, arriving vessel carriers transmt
mani fest data to the USCG to neet its NOA requirement. The data is then
forwarded to CBP, permitting additional conpliance with CBP's API S
requi rement with the one carrier transnission.) Mreover, the threat
posed by a high-risk passenger or crew nenber once onboard a vessel is
different to sone extent fromthat posed by a high-risk passenger
onboard an aircraft. A hijacked vessel's nmovenents over the water and
its range of available targets could be nore readily contained than
those of an aircraft, thus reducing the opportunity for a terrorist to
use the vessel as a weapon against a U S. port or another vessel

[1l. Discussion of Coments

The NPRM requested comments, to be submtted on or before August
14, 2006, regarding the proposed amendnments and its acconpanying
econom ¢ evaluation. The coment period was extended to Cctober 12,
2006, by notice published in the Federal Register (71 FR 43681) on
August 2, 2006. A total of 54 conments were received. CBP responds to
the coments below, first to those pertaining to the proposed
amendnments, and second, to those pertaining to the econom c eval uation

A. Comments Pertaining to the Proposed Regul ation

1. General Conments

Comment: Five commenters requested an extension of the public
coment period for the NPRM

Response: CBP extended the comment period an additional 60 days (to
October 12, 2006) in a notice published in the Federal Register (71 FR
43681) on August 2, 2006.

Conment: One conmenter expressed general disagreenent with the
proposed rul e wi thout noting specific issues. Several comenters
general |y supported the NPRM Two comenters expressed support for the
interactive APIS process. Another commenter expressed support for CBP' s
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assumng responsibility for watch list screening and renoving this
responsibility fromthe carriers.

Response: CBP appreciates the supportive comments and is unable to
respond to non-specific disagreenents.

Conment: One conmenter expressed appreciation for CBP continuing to
provi de the eAPI S transmi ssion nethod for those carriers that cannot
i mpl ement the interactive APIS transni ssion options.

Response: CBP appreciates this coment and notes that it is working
to establish a Web interface that will greatly inprove the speed and
security of APIS transm ssions via eAPIS.

Comment: Three conmenters urged that dial ogue continue between CBP
and the airline industry prior to publication of the final rule. One
commenter stated that CBP should | aunch an aggressive outreach canpai gn
to informthe public of the new requirenents. This commenter al so asked
that CBP assenbl e an advi sory group conprised of air carrier and CBP
representatives to exam ne energing operational issues regarding
i mpl ementation of a final rule.

Response: CBP has worked extensively with the carriers and their
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representatives throughout this rul emaking process and is committed to
continue that work to successfully and efficiently inplenment this fina
rule. This comuni cation between CBP and the industry serves the
essential purpose of an advisory group. CBP is commtted to a robust
public outreach effort so that inpacts of the final rule are mnimzed
and understood by the traveling public.

Comment: Nunerous comenters stated that the proposed
i mpl ementation date for the final rule should be extended beyond 180
days. Alternatives suggested included 300 days, one year, 18 nonths,
and two years followi ng publication of the final rule. E ght commenters
requested that CBP refrain frominplenenting the final rule until the
APl S program has been coordinated with TSA's Secure Flight program Two
coment ers suggested a phased approach to inplenentation of the rule
for the airline industry. One conmenter asked that carriers be exenpt
fromenploying interimtransm ssion nethods until certified by CBP to
use AQQ

Response: CBP does not agree with these comments to prol ong
i mpl ementation of the final rule. As was recently evidenced by the
increased security alert for flights departing fromthe United Ki ngdom
there is, and continues to be, a real threat to the aviation industry.
CBP has been directly engaged with the air carrier industry in the
conti nued devel opnent of the pre-departure APIS process, and many air
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carriers are taking steps to design their internal and external (third-
party) interface processes. CBP continues to work with the air carrier

i ndustry to inplenment the pre-departure vetting of passengers. Carriers
that cannot transition their systens to inplenent either of the
proposed interactive options within the 180-day time frame will have to
enpl oy the non-interactive batch transm ssion option after the del ay
period's expiration. During the interimperiod, after publication of
the final rule and before expiration of the delay period, carriers wll
be allowed to transmt manifest data by an avail able non-interactive
nmet hod. CBP will eventually discontinue email transm ssions by
carriers, but eAPIS will continue to be available to carriers for
mani f est transm ssi ons.

Regar di ng coordi nation with the Secure Flight program the APIS
pre-departure requirenents under this final rule will likely be
effective prior to inplenmentation of the Secure Flight program which
remai ns in devel opnent at TSA. CBP, and TSA, however, have worked to
make progranm ng changes required for API'S conpliance conpatible, to
the extent possible, with those that are anticipated to be required
under Secure Flight. For exanple, under the process to be inpl enented
under this final rule, CBP is encouraging, but not requiring under the
rule, carriers to nake transni ssions of data as early as 72 hours prior
to schedul ed departure for early security vetting and early issuance of
boardi ng passes if warranted, a feature expected to be part of the TSA
Secure Flight programin sone form DHS encourages carriers to adopt
early transni ssions as a best business practice. The CBP systemwi |l be
able to receive manifest data transmtted early, and CBP will perform
early vetting of this data if transmtted. CBP also is encouraging, but
not requiring, that carriers include in their transm ssions redress
nunbers issued by TSA (or any other unique passenger nunber approved by
DHS for the purpose) to facilitate identification of passengers on a
TSA cleared |ist (of passengers who have requested redress respecting a
previ ous fal se positive vetting result) that will be checked in the
vetting process.

Comment: One conmenter stated that the NPRM if adopted, would
infringe on First Amendment rights because the rule restricts free
novenent of people into the United States.

Response: CBP does not agree that the changes made in this fina
rule will restrict the free novenent of people arriving in and
departing fromthe United States. Requiring carriers to submt
passenger information in accordance with current APIS regul ati ons and
the amendnents of this final rule, which affect the tinmng of data
transmi ssi on and process, does not deny or inpede the ability of people
to travel to and fromthe United States. These regul ati ons, as anended
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by this final rule, are within CBP's authority pursuant to the Aviation
Transportation Security Act of 2001, the Enhanced Border Security and
Visa Entry Reform Act of 2002, and the Intelligence Reform and
Terrorism Prevention Act of 2004. As stated by CBP in the 2005 API S
Final Rule (70 FR 17828), the U.S. Suprene Court has recogni zed t hat
the right to travel abroad is not an absolute right and that " "no
government interest is nore conpelling than the security of the
Nation.'' Haig v. Agee, 453 U S. 280, 307 (1981). The Suprene Court

al so has stated that the governnment may place reasonable restrictions
on the right to travel in order to protect this conpelling interest.
See id. (remnding that the ““right'' of international travel can be
regul ated within the bounds of due process); see also Eunique v.
Powel |, 302 F. 3d 971, 974 (9th Cr. 2002) (Fernandez, J.); Hutchins v.
District of Colunbia, 188 F. 3d 531, 537 (DC Gir. 1999).

In addition, a ~"Civil Liberties Costs and Benefits'' anal ysis was
included in the 2005 APIS Final Rule (70 FR 17847), and it concl uded
that the non-quantified benefits (enhanced security, increased travel)
exceed the non-quantified costs (the collection of personal data that
woul d, to sone extent, deter persons fromtraveling) flowi ng fromthe
rule. This final rule does not affect the collection of data
provisions. This final rule affects only the tine requirenents for
transm ssion of that data and the process by which it is collected and
transmtted to the CBP system and the system comunicates with the
carriers to report security vetting results. CBP, without agreeing that
the rul e's changes inpose an additional cost on travelers, subnits that
any increase in the deterrent inpact on prospective legitimate
travel ers that these changes m ght cause woul d be negligible, since
carriers already require international passengers to arrive at the
airport early and passengers will still be able to benefit fromearly
check-in processes. This negligible increase in non-quantifiable costs,
if there is one, should be weighed against the likely increase in the
non-quantifiable benefits that will derive fromthe tinmng and process
changes made in this final rule: an enhanced avi ati on security process,
with a greater ability to prevent a terrorist incident, and the
resul tant possible increase in passengers who appreciate a safer air
travel environnent. In the 2005 APIS Final Rule, CBP stated that the
regul ation then published was designed to enhance the ability to
travel, not to restrict it. CBP believes that the security enhancenent

achieved in this final rule published today will |ikew se further
enhance, rather than inpair, the public's ability and willingness to
travel .

Comment: One conmenter asked how and when the public would be
notified of the finalization of the rule.
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Response: The publication of this final rule in the Federa
Regi ster is notification that the rule has been adopted as final and
will beconme effective on February 19, 2008.
2. Coments Beyond the Scope of the Rule

Conment: Ei ght comenters submtted several comments on the AQQ
Interactive User Guide.

Response: Conments on the user guide (now known as the
" Consol i dated User Guide'') are beyond the scope of this rule. The
API S regul ation, unlike
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the guide, is not designed to provide detail ed and conprehensive
techni cal specifications, guidance, or instructions for operation of
the electronic transm ssion system An updated guide is currently in
preparation.

Comment: Four commenters stated that the Form1-94 Arrival/
Departure Record should be elimnated. One comenter stated that the
Form | -418 Passenger List-Crew List should be elimnated, and anot her
reconmended t hat the general custons declaration (CF 6059B) be
el i m nat ed.

Response: Conments on the Form1-94, Form1-418, and the genera
custons decl aration are beyond the scope of this rule.

Comment: One conmenter stated that the planned PASS card shoul d be
accepted in the air travel environnent.

Response: Comments on the PASS card, the State Departnent's
proposed passport card for travel to the United States fromwi thin the
West ern Hem sphere, are beyond the scope of this rule.

Comment: One conmenter stated that the transit wthout visa (TWW)
program shoul d be reinstat ed.

Response: Conments on the currently suspended TWOV program which
al | oned passengers fromcertain designated countries to transit through
the United States without a visa, are beyond the scope of this rule.

Conment: One conmenter stated that International Air Transport
Associ ation (1 ATA) shoul d devel op a standard for transni ssion and
sharing of AQQ nessages between air carriers.

Response: The decision to share APIS data between air carriers is
out side the purview of CBP's authority and beyond the scope of this
rul e. Wiile data-sharing agreenents between carriers are busi ness
deci sions unique to each carrier or carrier alliance, CBP acknow edges
that such agreements woul d enhance the APIS data transm ssion/security
cl earance process, particularly with respect to connecting passengers.

Comment: Two conmenters stated that air cargo manifests could not

file/INPhtml/MEX_Web_Site/Port_Security/USCSffiles/apis final_rule_082307.htm (23 of 76)8/23/2007 10:38:50 AM



FR Doc E7-15985

be subnmitted 60 minutes prior to departure w thout seriously disrupting
cargo operations on small carriers.

Response: CBP notes that this rule does not change any requirenents
for submitting cargo manifests for aircraft or vessels. The rule is
narrow y applicable to passenger manifests for flights arriving in and
departing fromthe United States and passenger and crew manifests for
vessel s departing fromthe United States. Conments on other sections of
the CBP regul ations or any other provisions of the current APIS
regul ations are beyond the scope of this rule.

Conment: Six conmenters requested that the final rule require air
carriers to transnit to CBP only the APIS data el enents that are
obt ai nabl e from the nmachi ne-readabl e zone of the travel docunent
presented by the passenger.

Response: The NPRM di d not propose changes to the required data
el enents under the APIS regulations; rather, the NPRMis limted to
proposed changes in the timng and manner of subm ssion of this
information to CBP. Therefore, coments regarding required API S data
el enents are beyond the scope of this rule, although CBP, in this
docunent, encourages, but does not require, carriers to include in
their transm ssion of manifests or manifest data passenger redress
nunbers issued by TSA (or another unique identifier approved by DHS for
the purpose) to facilitate resolution of possible natches.

Conmment: One conmenter asked if the proposed change regarding
vessel carrier transm ssion of passenger and crew nanifests no |ater
than 60 m nutes prior to departure would be applicable for vessels
departing fromforeign ports bound for the United States. This sane
commenter asked if APIS data could be transmtted 10 m nutes prior to
departure. Another conmenter asked if a final rule would affect pre-
cl earance processing for voyages begi nning in Canada and bound for the
United States.

Response: As set forth in the NPRM the proposed change to a 60-
nmnute prior to departure requirenent is applicable only for vessels
departing fromthe United States, not for vessels departing froma
foreign port bound for the United States. Comments on the vessel
arrival scenario are beyond the scope of this rule. CBP nonethel ess
notes that for arriving vessels, CBP is retaining the requirenent to
transmt passenger and crew mani fest data at |east 24 hours and up to
96 hours prior to a vessel entering the U S. port of arrival.

Comment: Two conmenters stated that the rulings and regul ati ons
governing the U S. Quter Continental Shelf (OCS) and Excl usive Econon c
Zone (EEZ) should be conpletely reworked in conjunction with the USCG

Response: Changes to the regul ati ons and agency rulings pertaining
to OCS activities and the definition of the EEZ are beyond the scope of
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this rule.
3. Comments From (or on Behalf of) Air Carriers

Conment: One conmenter requested that CBP clarify in the
regulations that air carriers alone supply APIS data and be liable for
its accuracy.

Response: Under the current APIS regul ations (Sec. Sec.

122. 49a(b) (1) and 122.75a(b)(1)), commercial air carriers are
responsible for transmtting APIS nmani fest data. In addition, the
current regulations require the carriers to conpare the travel docunent
presented by a passenger with the information it is sending to CBP for
the purpose of ensuring, to the extent possible in the circunstances,
that the information is correct, the docunment appears to be valid for
travel, and the person presenting the docunent is the one to whomit
was issued (Sec. Sec. 122.49a(d) and 122.75a(d)). The final rule does
not change these provisions.

Conment: One commenter asked that flights of |ess than one hour be
exenpt fromthe rule, that flights between the United States and
territories in the Caribbean be exenpt, and that carriers should be
able to submit a request for exenptions on certain routes. Another
coment er asked that passengers on flights chartered by the Departnent
of Defense (DOD) be exenpt fromthe rule.

Response: CBP does not agree with these conments, and the fina
rule's anmendnents will not include exenptions for the circunstances,
routes, or passengers described. However, the transm ssion of APIS data
is not required for flights between the United States and U. S.
territories and possessions. It also is noted that the API'S manifest
transm ssion requirenent does not apply to active duty U S. mlitary
personnel traveling as passengers on DOD conmercial chartered aircraft.
See Sec. Sec. 122.49a(c) and 122.75a(c).

Conmment: Three commenters requested that carriers operating flights
from pre-cl earance | ocations be exenpt fromAPI S transm ssion
requi rements for passengers that have been processed at those | ocations
prior to entering the United States. One commenter contended that
requiring APIS transm ssions for these flights would be redundant.

Response: CBP disagrees with these coments. The anmendnents of the
final rule apply to flights from pre-cl earance |locations. Currently,
carriers departing frompre-clearance |ocations are required to ensure
that passengers are vetted for APIS purposes. Under this final rule,
carriers are required to collect and transmt all required API S data
el ements in accordance with applicable provisions (for either the batch
or the AQQ process), including the tinmng of manifest transm ssion and
others explained further in this section.
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Conment: One conmenter requested that the email systemcurrently
enployed to transnit APIS batch manifests be nmintained until the new
interactive capabilities proposed are in place.

Response: CBP has established a web application, eAPIS, which wll
all ow subnitters to upload batch nmanifests in lieu of an emai
comuni cation. Furthernmore, CBP is devel oping a web service through
eAPI S that will afford a nore automated process for nanifest
subni ssions. CBP is expecting to discontinue email transm ssion for
API'S mani fests in 2007, at which tinme email users can adopt the eAPI S
transm ssi on process.

Comment: Four commenters inquired about the responsibility, under a
final rule, for vetting passengers against the terrorist watch |ist.
One commenter asked for clarification on the nanagenent of the |ist.
Two commenters asked if carriers would be responsible for checking air
carrier enployees against the list. Three conmmenters requested
confirmation that, under the proposed AQQ option, the government wll
performterrorist watch list vetting for the donestic portion of an
international itinerary. One commenter asked for AQQ to be available to
vet airline crew

Response: Under the nanifest transni ssion/security vetting process
as inplenmented under this final rule, the government wll perform No-
Fly and Sel ectee watch list vetting of passengers traveling on
international flights to and fromthe United States and of passengers
and crew traveling on international voyages departing fromthe United
States (use of the No-Fly list not being linmted to aircraft vetting).
The carriers will be relieved of that responsibility upon the effective
date of this rule, but only with respect to those flights and voyages
subject to the APIS provisions of the CBP regul ations. As the
government is assuming the vetting responsibility for APIS purposes,
carrier managenment of these watch lists (No-Fly and Sel ectee) for APIS
purposes is beyond the scope of the rule. However, carriers remain
subject to any applicable TSA requirenents to check pertinent watch
lists, such as a watch list for vetting carrier enployees; nmanagenent
of such watch lists also is beyond the scope of this rule.

As noted previously, CBP is designing its systens to align, to the
extent possible, international APIS security vetting requirements and
process with TSA's antici pated donestic Secure Flight program security
vetting requirements and process.

Regarding the vetting of donmestic flights, the API S regul ati ons
cover international flights (i.e., flights to and fromthe United
States and, relative to aircraft crew and non-crew nenbers only,
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flights continuing within (after arrival froma foreign port) and over-
flying the United States). Therefore, the APIS regul ati ons do not cover
the donestic portion of an international flight fromone U S. port to
anot her before departure to a foreign port, and this final rule does
not concern the vetting of flights continuing within the United States,
a donestic leg, as APIS data is required only for crew and non-crew,
not passengers, on those flights.

Finally, the anendnents of the final rule do not affect the APIS
regul ations concerning air carrier mani fest transm ssions for crew and
non-crew nmenbers; the AQQ process is for passenger nmanifest data
transm ssion. Under applicable APIS regul ations, the carrier nust
transmt crew manifests no later than 60 m nutes prior to departure
(wheel s-up) (Sec. Sec. 122.49b and 122. 75b).

Conment: Numer ous conmments concerned the definition of
““departure'' for aircraft. Fourteen comenters stated that the
definition of departure should remain " “wheel s-up,'' as set forth in
the current regulation. One comenter agreed with the definition of
departure as "~ push-back fromthe gate.'' A few comenters pointed out
that not all carrier operations involve aircraft pushing back froma
gat e.

Response: CBP has reconsidered the matter and is retaining the
current definition of departure (wheels-up) in the regulation. However,
since the commenters' objection to the proposed definition change
relates to the timng of manifest transm ssions, CBP notes additionally
that such transm ssions under the final rule will be tied to the nonent
the aircraft's doors are closed and secured for flight (referred to as
the " “securing of the aircraft''), a tinme closely proximte to push-
back fromthe gate but applicable to all aircraft, including smaller
carriers whose operations do not involve a departure gate.
Consequently, the final rule will not revise the definition of

““departure'' as proposed but will add the definition of "~ “securing the
aircraft.'' See Sec. 122.49a(a).

Thus, as explained in further detail in comment responses bel ow
dealing with the proposed rule's mani fest transm ssion timne
requirements, the final rule will require batch passenger arrival and

departure manifest transmi ssions no later than 30 minutes prior to the
securing of the aircraft. For the AQQ arrival and departure scenari os,
passenger mani fest data transnissions are allowed up to the securing of
the aircraft. The retained definition of "~ “departure'' as wheel s-up
continues to apply to transm ssions of crew and non-crew nanifests.
Conment: Numer ous conmments concerned the NPRM s 60-m nute API'S
batch transm ssion option. Many commenters suggested that the proposed
requirement to transmt batch information 60 m nutes prior to departure
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(push-back) be reduced to sonmething |l ess than 60 m nutes, stating
primarily that manifests may not be conplete at 60 m nutes out and that
this option places an unreasonabl e burden on carrier operations. One
comenter stated that this option would be especially burdensone where
passengers al ready have undergone a security background check
Recommendations for an alternative tinme requirenent included 30 minutes
and 15 nminutes prior to departure, mmintaining the current regulation's
requirements (15 mnutes after wheel s-up departure for arriving flights
and no later than 15 mnutes prior to wheel s-up departure for departing
flights), and requiring transm ssion when a flight is downl oaded to the
carrier's departure control system

Response: Based on | essons |earned during the aftermath of the
exposed bonmb plot in London, and the consequent technical and
operational adjustrments made in the manifest transm ssion and security
vetting processes during that tinme which allowed CBP to conplete the
process nore quickly, CBP has determ ned that the proposed 60-m nute
time requirenent can be reduced wi thout sacrificing security
ef fectiveness (a CBP-inposed pre-condition to any reduction). Thus, for
batch mani fest transm ssions, for flights en route to (arriving
flights) and departing from (departing flights) the United States, CBP
is modifying the proposal in the final rule to provide that carriers
nust transmt batch passenger manifests no later than 30 minutes prior
to the securing of the aircraft. See Sec. Sec. 122.49a(b)(2) and
122. 75a(b)(2) and the i medi ately previ ous conment and response
regarding the definition of " “departure'' for aircraft.

This mani fest transm ssion timng change allows carriers to make
transm ssions later in the process (aircraft | oading/boarding/departure
process) than was proposed in the NPRM and therefore calls upon
carriers to take into consideration that the carrier nmay not receive
the results of vetting information transmtted to CBP close to the 30-
m nute deadline prior to the aircraft's schedul ed departure. This could
cause aircraft departure del ays or
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departures that |eave behind one or nore custoners (passengers
generating " "not-cleared' ' initial vetting responses) who are not
permtted to board the aircraft because of a not-cleared response or
inability to conplete screening. While CBP believes that 30 nmnutes is
sufficient time for conpletion of the full vetting process nost of the
time, it cannot guarantee this result in every instance. Carriers al so
shoul d consider that under current TSA requirenents and this final
rule, carriers nmust contact TSA to seek resolution of " not-cleared
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vetting results. Transmitting nanifests as late as 30 ninutes prior to
securing the aircraft will leave little time for this required task
CBP, therefore, encourages air carriers to submit manifest information
as early as possible to ensure tinely conpletion of vetting prior to
the aircraft's schedul ed departure.

CBP expects that carriers will exercise sound business judgnment
regardi ng when to transmt manifests. Sound judgnent that |essens risk
will have a positive inpact on the process, naking it nore effective
for all concerned. In this regard, the final rule also makes clear that
nmul ti ple batch transnissions are pernitted and that a carrier may
enpl oy both the API'S batch process for early transm ssions and the AQQ
process for transm ssions within the 30-m nute wi ndow.

In addition, carriers have requested that CBP all ow mani fest data
transmi ssions as early as 72 hours prior to departure. CBP agrees that
such early transm ssions, which DHS encourages carriers to adopt as a
best business practice, would generate early vetting results, subject
to later validation by the carrier (sw ping of passport or other travel
docunent or exanination of docunent by carrier personnel), and all ow
early issuance of boarding passes, resulting in fewer passengers to be
vetted within the 30-minute wi ndow and a reduced risk of passengers
nmssing their flights while further vetting is conducted. Wth respect
to early transm ssions, as noted previously, TSA is devel oping the
Secure Flight programto be adm nistered and enforced by TSA and is
preparing a proposed rule for inplenentation of the programthat may
nmandate carrier transm ssion of certain data pertaining to passengers
as early as 72 hours prior to schedul ed departure for security vetting
purposes. Wth the best interest of the traveling public and the
i ndustry in nind, DHS encourages carriers to begin devel opnent of a
process for making early transmni ssions to enhance |l ater alignnent
between the API S and Secure Flight prograns; once Secure Flight is

operational, TSA will eventually assune the conplete terrorist vetting
function for both international and donestic flights, while, after this
transition, CBP will continue to require conplete APIS transm ssions by

appl i cabl e deadlines for purposes of its traditional custons,
i mrigration, and border enforcenment/security functions. DHS is
comitted to working with the carriers to ensure that any processes
devel oped include carrier input and take into consideration the
i mportant interests of the public and the carrier industry. CBP notes
that it has dedicated a teamof officers (operating over the past two
years) to work with various carriers, carrier industry partners, and
TSA in the devel opnent of coordi nated processes that will benefit al
parti es.

CBP acknow edges that sone carriers, typically smaller carriers
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that enploy the batch transni ssion process (either interactive or non-
interactive), may not be able to nmake early transm ssions. CBP is
confident that the transm ssion/security vetting process will work
adequately for these carriers nost of the tinme and that the intended
security goals will be achieved.

Further to the matter of security effectiveness, CBP has determn ned
that the batch transm ssion provisions of the APIS regul ati on shoul d
mrror current TSA requirenments that prohibit carriers fromissuing
boar di ng passes to passengers who have not been either " “cleared ' for
boardi ng or designated as " “selectees;'' thus, the batch transm ssion
provi sions of the final rule are nodified accordingly to require that
carriers nust not issue boardi ng passes to passengers generating a
"“not-cleared' ' vetting response (the converse being that carriers may
i ssue boarding passes only to " “cleared'' and " "sel ectee'' passengers).
See Sec. Sec. 122.49a(b)(1)(ii)(A and (B) and 122.75a(b) (1) (ii) (A
and (B). The NPRM proposed that carriers using either of the batch
mani f est transni ssion options preclude a passenger from boarding the
aircraft, without prohibiting i ssuance of the boarding pass, if not
cleared by the CBP system This change nmerely brings the API S
regul ation into conformance with existing TSA requirenments to which
carriers are already subject.

Finally, regardi ng passengers who have al ready undergone a security
background check, presunmably conducted by an air carrier or by another
private entity on the carrier's behalf, CBP cannot accept a carrier's
privately conducted background investigation in lieu of the vetting of
APl S data agai nst governnment established and mai ntained watch |ists.

Comment: Fourteen commenters stated that the proposed requirenent
that carriers nust transmt APIS passenger data via the AQQ process by
15 minutes prior to aircraft departure (push-back) is unnecessary as
| ong as the passengers receive security clearance prior to boarding the
aircraft.

Response: Under the proposed rule, carriers using AQQ would be
required to transmt individual passenger data up to, but no |ater
than, 15 minutes prior to departure (push-back) and to not issue a
boardi ng pass to any passenger not cleared by the CBP system The fina
rule retains the latter requirenent prohibiting i ssuance of the
boardi ng pass; this prohibition mrrors current TSA requirenents that
prohi bit carriers fromissuing boardi ng passes to passengers until the
passenger names have been conpared agai nst the applicable terrorist
wat ch lists and cleared for boardi ng. However, CBP agrees with the
commenters that the 15-m nute transm ssion deadline is unnecessary
because air carriers are prohibited fromissuing a boarding pass unti
the passenger is cleared and the AQQ process i s capable of producing an
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initial vetting response within seconds of the transnission of data to
the CBP system Therefore, CBP is elimnating the proposed 15-m nute
time frame fromthe final rule' s AQQ provision; the final rule pernits
carriers using AQQto transnmt APIS data up to the securing of the

aircraft, i.e., the nonent at which the aircraft's doors are cl osed and
secured for flight. See Sec. Sec. 122.49a(b)(2) and 122.75a(b)(2)
bel ow. DHS has determined that this procedure still acconplishes its

security goal to keep high-risk passengers from boarding an aircraft
and to prevent the baggage of such passengers from being | oaded onto
the aircraft.

CBP again notes that this transnission tine change for the AQ
process calls upon the carriers to take into consideration the risk
associated with late transm ssions (those made just before or otherw se
too close to the deadline for conpletion of further vetting of " not-
cleared'' passengers) and to exerci se sound business judgnent to avoid
having to face a choice between del ayed aircraft departures or
departures that |eave behind one or nore custoners (passengers
generating "~ "not-cleared ' vetting responses) who were not permtted to
board the aircraft.

Transni ssions of data as early as 72 hours prior to schedul ed
departure, which carriers have requested and CBP encourages as a best
busi ness practice, would generate early vetting results, subject to
| ater validation by the carrier (sw ping of passport or other trave

[[ Page 48330]]

docunent or exanination of docunent by carrier personnel), fewer
passengers to be vetted later in the process, and a reduced risk of
passengers mssing their flights while further vetting is conducted.
CBP encourages carriers to begin devel opnment of a process for making
early transni ssions to enhance | ater alignnent between the API S and
Secure Flight progranms. Once Secure Flight becones operational, TSA

will eventually assune the conplete pre-departure terrorist vetting
function for both international and donestic flights, while, after this
transition, CBP will continue to require conplete API S transni ssions by

appl i cabl e deadlines for purposes of its traditional custons,
I mm gration, and border enforcenent/security functions.

Comment: Ei ght conmenters asked about the steps or processes that
woul d follow a carrier's receipt of a ~"not-cleared' ' nessage from CBP
One commenter stated that passengers receiving an initial " not-
cleared'' nessage nust be processed pronptly. Another stated that
““false positives'' nust be mnimzed. Athird comenter stated that
nost passengers generating ~ " not-cleared' ' nessages are innocent.
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Response: Under the final rule's (interactive and non-interactive)
bat ch mani fest transm ssion and AQQ transni ssion options, a carrier my
not issue a boarding pass to a passenger whose data generates a " " not-
cleared'' response fromthe CBP system Put another way, a carrier mnust
not issue a boarding pass to a passenger unless it receives a
““cleared'' or " “selectee'' vetting response fromthe CBP system In
the latter instance, a ~ "selectee'' passenger nmay board the aircraft
after successfully undergoi ng secondary screening (such as searching a
passenger's baggage or person manually or otherwi se), in accordance
wi th applicable TSA requirenents.

Additionally, the carrier may not |load onto the aircraft, or rnust
remove if already | oaded, the baggage of a " "not-cleared ' passenger. A
carrier may not, under any circunstances, transport baggage bel ongi ng
to a passenger who has not been cleared. A carrier nmust contact TSAto
seek resolution of "“not-cleared' ' responses by providing additional
informati on about the "“not-cleared' ' passenger, if necessary (neaning
if TSA requires additional information that the carrier can provide to
conplete further vetting). A requirenment to acknow edge receipt of a
"“not-cleared' ' response by sending a return nmessage to the CBP system
was proposed for the AQQ option. CBP has decided to delete that step
fromthe process in this final rule. The " “resolution contact'"'
requi rement, which was discretionary in the NPRM for the AQQ option but
I's now mandatory for all transm ssion options, has been nodified to
mrror existing TSA requirenents. Wile these changes regarding the
resol ution contact requirenment (making it mandatory and al so applicabl e
to interactive and non-interactive batch users) represent a change from
what was proposed, the final rule nerely confornms the API S regul ation
with the existing TSA requirements to which carriers are al ready
subject. See Sec. Sec. 122.49a(b)(1)(ii)(A), (B), and (C and
122.75a(b) (1) (ii)(A), (B, and (O.

In addition, TSA will contact the carrier to clear a " "not-
cleared'' passenger for boarding, or to downgrade such a passenger to
"“selectee'' status, should the clearance or downgrade be warranted by
the results of the further vetting anal ysis. However, should there be
insufficient time to conplete further vetting, the carrier is bound by
the " "not-cleared' ' instruction. Carriers are expected to exercise
sound business judgnment in inplenenting the steps or processes needed
to ensure conpliance with the amendnments of this final rule and
applicable TSA requirenents regarding " "not-cleared ' passengers and
their baggage. TSA will not contact the carrier to confirma "~ not-
cleared'' vetting result (but will be able to informthe carrier about
the status of a "~ " not-cleared ' passenger during the resolution
comuni cati on).
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CBP assures the commenters that steps are being taken to mnimnze
fal se positives, but notes that these can never be elimnated entirely.
The further vetting process and the requirenent that carriers contact
TSA to resolve a "~ "not-cleared'' vetting response are two neasures
designed to clear false positives. CBP also will have real-tinme access
to the Iist maintained by TSA of peopl e who have obtai ned redress
through TSA's redress process; an autonated check against the |ist
could clear a passenger initially identified as ~ " not-cleared ' and
preenpt the CBP systemfromissuing the ""not-cleared ' instruction
The TSA redress list will be used to check every passenger who
generates a ~not-cleared'' response during initial vetting, whether or
not the " "not-cleared ' passenger has a redress nunber. Redress nunbers
are issued by TSA to passengers who request redress for a fal se
positive vetting result. CBP strongly encourages (but is not requiring
under this final rule) carriers to transnit redress nunbers (or any
ot her unique identifier approved by DHS for that purpose) within their
APl S transm ssions if such nunbers are avail able. DHS has recently
publ i shed a notice announci ng a departnment-w de redress policy that
will be applicable to pre-departure passenger vetting as well as other
watch list vetting activities (http://ww.dhs.gov/trip). DHS s

"“Travel er Redress Inquiry Programi' (TRIP) is a voluntary programthat
provi des a one-stop nmechanismto request redress for passengers who
beli eve that they were erroneously denied or del ayed boarding due to
DHS security screening, denied or delayed entry into or departure from
the United States at a port of entry, or identified for secondary
screening. TRIP will provide traveler redress intake and processing
support while working with rel evant DHS conponents to revi ew and
respond to requests for redress. TRIP applies also to screening at
seaports.

Finally, regarding fal se positives, CBP recommends that carriers
m ni m ze instances of manifest data transm ssions too close to the
transmni ssion deadline (30 mnutes prior to securing the aircraft or
for AQQ users, the securing of the aircraft) to allow for conpletion of
the further vetting process. As stated previously, CBP believes that 30
mnutes is sufficient tine to conplete the vetting process in nost
cases for batch transnissions but is unable to guarantee that result in
every instance. The CBP system may not be able to conplete further
vetting when AQQ users transmt data too close in tinme to the securing
of the aircraft.

Comment: Four commenters asked if a carrier would be required to
wait 60 m nutes before departing where there was a passenger change
subsequent to the carrier's subm ssion of an eAPI S report.
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Response: Under the final rule, if a carrier using eAPIS (Internet
process) or any batch manifest transm ssion process requiring
transm ssion no later than 30 mi nutes prior to securing the aircraft
has a passenger change subsequent to making a batch transm ssion, the
carrier will be required to transmt the change no later than 30
nmnutes prior to securing the aircraft (updating a passenger nanifest
prior to the deadline is permitted). Should a ~"cleared' ' response be
received for that passenger within that 30-m nute w ndow, the carrier
could then issue the boarding pass and board the cl eared passenger; the
aircraft could depart without waiting for the 30-m nute w ndow to
el apse.

Conment: Six conmenters requested that carriers be able to sel ect
the nethod of APIS transm ssion (batch or AQQ on a per-flight basis to
allow for situations where AQQ is not practical
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Response: A carrier nmay utilize either or both of the options on a
per-flight or per-manifest basis according to the carrier's operationa
needs. CBP recogni zes that sonme carriers my want to enpl oy the batch
process for early transni ssions and then change to individual
passenger, AQQ transmi ssion within the 30-m nute wi ndow. Any
conbi nation is acceptable, provided that the time and ot her
requi rements for each option are net.

Comment: Ten conmenters expressed concerns regardi ng the proposed
rule's requirement that carriers nmaking transm ssions under the AQQ
option are precluded fromissuing boardi ng passes to passengers until
they are cleared by the CBP system

Response: As nentioned (and cited) previously, current TSA
requi rements preclude carriers fromissuing a boarding pass for any
travel ers who are not cleared against the No-Fly terrorist watch list.
Thus, for originating passengers boarding flights en route to or
departing fromthe United States, the AQQ vetting process under the
final rule (as well as the final rule's batch transm ssion options)
nmrrors the current process with which the carriers already conply. DHS
has determined that this is the nost effective way, under either the
batch or AQQ transm ssion processes, to ensure that passengers who are
not cleared by CBP are prevented fromposing a threat to the aircraft.

Comment: One conmenter stated that, under the AQQ process, the
initial vetting response nmust be sent imediately if it is to be
awai ted by the carrier as each passenger checks in

Response: Regarding the initial (automated) vetting response under
AQQ CBP agrees with the cormenters and assures carriers that the AQ
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process will provide a "~ “real-tinme'' vetting result, which normally
will be sent within seconds of receipt of the data.

Conment: One conmenter requested that CBP elimnate the requirenent
to return a nessage to CBP confirming the receipt of a "~ "not-cleared
nmessage.

Response: CBP has renoved the "~ acknow edgenent'' requirenent from
the regulatory texts in this final rule. CBP s technical experts
recommended renoval due to the burden on the el ectronic transm ssion/
communi cati on process. See anended Sec. 122.49a(b)(ii)(B)

Conment: Nine commenters stated that through-checked passengers in
transit (connecting passengers) will be negatively affected by the
proposed rule's AQQ requirement that APIS information be sent at check-
in. Another commenter stated that CBP should elininate provisional
boar di ng passes as di scussed in the NPRM regardi ng connecting
passengers.

Response: CBP understands that, under sone circunstances,
connecti ng passengers may be di sadvantaged to sone extent under the
rul e as proposed and adopted; however, CBP has designed the process to
m ni m ze occurrences of delayed or missed flights. The comments pertain
to a circunstance where connecting passengers arrive at the airport
(fromwhich the API S-regul ated connecting flight departs directly to or
fromthe United States), already in possession of boardi ng passes for
that flight, despite the fact that the API S-responsible carrier has not
collected required API S data for those passengers and they have not yet
been cl eared by the CBP system This circunstance contrasts with the
ordinary AQQ transm ssion/security vetting procedure (applicable to
originating passengers), as proposed in the NPRM where the carrier
transmits passenger data to the CBP system as passengers check in, and
the CBP systemresponds in seconds with a vetting result. Under the
proposed AQQ provision, vetting by the CBP system and the systenis
return of a “~“cleared'' response to the carrier precede issuance of a
boar di ng pass.

In the NPRM CBP explained that it woul d consi der boardi ng passes
i ssued to connecting passengers in the described circunstance as
provisional. Carriers would be required to obtain required data from
these passengers, in a manner conpatible with their procedures/
operations, and transmt such data to the CBP system as required under
the regul ation. Thus, under the final rule, a carrier nust provide APIS
data upon the connecting passengers' arrival at the gate, or sonme other
sui tabl e place designated by the carrier, so long as either a
““cleared'' or " “selectee'' nessage is received prior to boarding the
passengers. (As the carrier receives fromthe CBP systema " cleared
or " “selectee'' response for a connecting passenger, it may then board
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that passenger.) The applicable AQQ provision of the regulation is
nodified to clarify this procedure for connecting passengers with

previ ously issued boardi ng passes, and the procedure has been added to
the interactive batch transmi ssion provision. See Sec. Sec.
122.49a(b)(1)(ii)(B) and (C) and 122.75a(b)(1)(ii)(B) and (C). CBP
notes that this procedure would not apply for connecting passengers who
do not yet have boardi ng passes for the API S-regulated flight to or
fromthe United States. These passengers woul d have to report to the
carrier's check-in/reservation counter (or other suitable |ocation of
the carrier's choosing) for collection of APIS data and i ssuance of
boardi ng passes. Al so, the non-interactive batch transm ssion option
enpl oyed by carriers that are not likely to have connecting flight
operations, does not provide for this procedure to collect and transmt
passenger data at the gate for connecting passengers. Any such
passengers will have to follow the instructions of the carrier (such
as, perhaps, reporting to the carrier's check-in/reservation counter).

The provi sional boardi ng pass concept is also applied to any
i nstance where a carrier issues a boarding pass before validating the
API S data, i.e., before the passenger's passport or other travel
docunent is sw ped through a nmachi ne reader for verification or the
travel document data is manually verified by carrier personnel. Unti
this is done, the carrier may not allow the passenger to board the
aircraft. If the air carrier determnes during validation that a
passenger's data is different fromwhat was used to obtain the boarding
pass, the newy presented data nust be transnmitted to the CBP system
for vetting and cl earance.

Comment: One conmenter asked why any passengers woul d be del ayed
and have to be rerouted if the carrier is using AQQ Another commenter
asked for clarification of why, in some instances, CBP would not be
able to complete the vetting anal ysis and cl ear a passenger prior to
departure (push-back).

Response: Under the AQQ process, a ~ not-cleared'' response wll be
provided to the carrier within seconds of transm ssion of data, but the
resolution of a ~"not-cleared' ' result will require further review of
the data to confirmthe result or identify a false positive. This wll
take additional tine but could lead to a "~ "not-cleared' ' passenger
being cleared for issuance of a boarding pass (possibly as a
"“selectee'') intinme to make the flight. In the sinple case, the
vetting result will be produced nore quickly than it will in a nore
conpl ex case. Thus, where the carrier transmts mani fest data to the
CBP system shortly before the securing of the aircraft, there may not
be sufficient time to obtain a further vetting result for a passenger
generating a ~"not-cleared'' response during the initial vetting
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process. (This also could happen with batch transm ssions, although to
a |l esser degree of likelihood (conmpared to a | ast-m nute AQQ

transm ssion) because the deadline for batch transm ssions is 30
nmnutes prior to the securing of the aircraft.) The carrier thus may
face a choi ce between delaying the flight or
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departing without the " "not-cleared ' passenger. (Such a passenger
could be rebooked but only if cleared during further vetting.) It is
expected that carriers will exercise sound business judgnent in their
mani fest data transm ssion process and take this situation into account
(for both batch and AQQ transm ssions).

Comment: Seven conmenters requested that carriers should be able to
nmake AQQ API S transm ssions and obtain passenger clearances well in
advance of departure (push-back), with sonme recomendi ng as nmuch as
four days in advance.

Response: CBP agrees that carriers should be able to make API S
mani fest data transm ssions well in advance of the APIS regul ati ons
transm ssion tinme franmes and notes that nothing in the regul ations
precludes a carrier fromdoing so. As noted in a previous coment
response, the CBP systemhas the ability to accept certain passenger
data up to 72 hours in advance, including APIS data. Such very early
transmni ssions would be nore |ikely under either of the batch
transm ssion options, as AQQ transmi ssions are nore likely to occur in
closer proximty to the time or day of the flight. However, as
mentioned previously, any early " “cleared ' vetting result obtained in
this process is considered provisional by CBP until the passport or
ot her travel docunent is validated, either by the sw ping of the trave
docunent's machi ne-readabl e zone or through manual verification by the
carrier. Successful validation by the carrier of any passenger hol di ng
a provisional boarding pass as herein described (i.e., based on early
data transm ssion and early receipt of a ~"cleared ' response) requires
that the APIS passenger data checked during validation be identical to
the passenger data transmitted early to obtain the boardi ng pass. Were
the data transmtted differs fromdata presented at validation, the
carrier nust transmt the new data and obtain vetting cl earance on that
data. Until that occurs, the carrier nmay not allow the passenger to
boar d.

As stated in a previous coment response, CBP encourages carriers
to devel op a process for making early transm ssions.

Conment: One conmenter asked for clarification on the check-in
process when sone passengers use ki osks or renote check-in (Internet),
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or when check-in occurs days in advance of arrival in the United
States. Three commenters stated that the final rule nust accommopdat e
sel f-service check-in schenes.

Response: The check-in process begi ns when the passenger initiates
a request for a boarding pass to a flight directly bound for or
departing fromthe United States and can occur at the airport check-in
counter, an airport kiosk, or an online Wb site within 24 hours of
schedul ed departure; carriers can issue boarding passes no earlier than
24 hours prior to schedul ed departure and only to passengers who have
been cleared by the CBP system The final rule does not preclude
passengers fromcontinuing to use any of these check-in processes.
However, regardl ess of the manner by which the passenger checks in, the
carrier's obligation under the final rule is to transmt manifests
contai ning required data (batch process), or transmt required nmanifest
data for individual passengers (AQQ, by the required tine, obtain a
““cleared'' result fromthe CBP system before issuing a boarding pass
to passengers, and to validate the passenger's data before boarding if
val i dation did not occur previously. The carriers are expected to
exerci se their sound business judgnent to neet these requirenents in a
manner that best suits their operations and avoi ds departure del ays or
other problems. Carriers nmust continue to conply with TSA requirenents
as wel | .

Comment: Several comments concerned the cl ose-out nessage that the
proposed rule would require air carriers to transmt no later than 30
nmnutes after the securing of the aircraft. One commenter asked if the
final rule will require air carriers to send the nanes of passengers
who were previously cleared but were then off-loaded as a result of
extenuating circunstances. Four comenters requested clarification
regardi ng the use of a unique identifier for passengers. Two comrenters
suggested that the regulation be anmended to provide the carriers the
option of sending either a close-out nessage |isting passengers who did
not board the aircraft or a cancellation nmessage for each individua
passenger not boarded. Three comrenters indicated their preference for
sendi ng a cancell ati on nessage, stating that there is no need for
departure cl ose-out nmessages. One comenter requested that a cl ose-out
nessage be transmtted 45 minutes after departure (push-back) rather
than 30 m nutes as proposed. One commenter asked if a carrier using
eAPI S woul d have to subnit a final passenger nmanifest (close-out
nessage) .

Response: Under the final rule, an air carrier using one of the
i nteractive options nust send a cl ose-out nessage identifying
passengers who were previously cleared for the flight by the CBP system
but then, for any reason, did not board the aircraft and nake the
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flight (i.e., were not onboard the airborne aircraft). In the close-out
nessage, the carrier may report, by use of a unique identifier or

speci fic passenger data (such as full nane), either all the passengers
boarded and meking the flight or only the checked-in passengers who did
not board and make the flight. The final rule anmends the applicable
texts to clarify this option. See Sec. Sec. 122.49a(b)(1)(ii)(B) and
(C© and 122.75a(b) (1) (ii)(B) and (C of this rule. CBP uses the unique
identifier or personal data contained in the close-out nessage to
manage the dynam c building of an APIS manifest. The designation of the
uni que identifier is within the sole discretion of the carrier. The

cl ose-out nmessage will not contain any new i nformation, even where
passenger data (nane) is used instead of a unique identifier. CBP
recogni zes that carriers using eAPIS will not be able to transmt a

uni que identifier and thus has anmended the non-interactive batch
transm ssion provision of the rule to renove this requirenent. See

Sec. Sec. 122.49a(b)(1)(ii)(A) and 122.75a(b)(1)(ii)(A).

CBP di sagrees that the close-out nessage is unnecessary, as the
cl ose-out nessage provides pieces of information that a cancellation
nmessage does not, including the individual passengers onboard the
aircraft and the total passengers onboard the aircraft. Therefore,
under the final rule, a carrier may choose either nmessage for notifying
the CBP systemthat a passenger did not board an aircraft, provided
that a carrier sending a cancellation nessage for that purpose also
sends a cl ose-out nessage for the flight. Al so, CBP disagrees that the
proposed tim ng of the close-out nessage should be changed. The tine
frames set forth in the final rule ensure that cl ose-out nessages are
recei ved and processed for short-duration flights prior to their
arrival in the United States.

A carrier will not be in conpliance with the regul ation should a
flight arrive in the United States with a passenger onboard who is not
on the flight manifest or without a passenger onboard who is on the
flight mani fest. The cl ose-out nessage will be simlarly evaluated for
accuracy, and the carrier will be found in non-conpliance for
i naccuracies of this kind. The sanme applies for flights departing from
the United States upon their arrival at the foreign port of
destinati on.

Conmment: One commenter asked if a carrier would be able to delete a
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passenger froma nanifest subnitted early.
Response: At this tine, a carrier cannot delete a passenger froma
mani f est previously submitted t hrough eAPI S.
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Conment: Three comenters asked if an on-demand or charter air
carrier would be required to receive an " “all clear'' message from CBP
prior to departure. One of these commenters asked how this nessage
woul d be comuni cated and whether CBP will issue a " "not-cleared
nmessage to a third-party provider. Another of these commenters asked if
the eAPI S process woul d accept a separate point of contact for each
mani f est submitted.

Response: Regarding vetting result nmessages using the non-

i nteractive batch process (eAPIS), a confirmation nmessage will be
returned to the sender, provided that the sender's address is recorded
with the CBP system The CBP systemw |l provide only the status of
"“not-cleared'' and " selectee'' passengers; " cleared ' passenger
results will not be indicated. The absence of a " "not-cleared ' nessage
in the confirmation response, therefore, should be interpreted as a
““cleared'' nessage for all passengers, and the carrier would be free
to depart with all passengers onboard. A " “selectee'' response woul d
require the carrier or TSA (or, in sone circunstances, an appropriate
foreign authority) to subject the passenger to secondary screening,
under applicable TSA requirenents, but normally would not inpede
departure. The person identified as the primary point of contact in a
carrier's eAPI S account will receive the nmessage confirmation for each
mani fest that is subnmtted. CBP is currently exploring the possibility
of enhancing the capability for eAPIS to allow for nultiple points of
contact to receive confirmations.

Conment: Five commenters stated that CBP should bear the costs of
rerouting a passenger if CBP is the party responsible for del aying the
passenger.

Response: CBP disagrees. TSA will review and conduct further
analysis of “"not-cleared'' results to identify false positives and
then use the CBP systemto notify the carrier of the disposition. TSA
cannot control the tinme required to resolve " “not-cleared ' nessages,
and that tinme will vary. CBP acknow edges that determ ning check-in
times is a business decision that the air carrier industry has very
clearly asked to be left free to nake. However, CBP cannot guarantee
that "~ "not-cleared ' nessages relative to passenger data transmtted as
|ate as 30 minutes prior to securing the aircraft (APIS batch
transm ssion) or just prior to securing the aircraft (AQQ
transmissions) will be resolved in time to allow these travelers to
nake their intended flights. As the tinming of check-in and nanifest or
mani fest data transmissions is largely in the control of carriers, CBP
wi Il not be responsible for incurring the costs of these business
deci sions. For this reason, CBP encourages carriers to transmt data
for as many passengers as possible as early as practicable.
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Comment: Seven conmenters asked what the back-up systemwould be in
case of communi cati ons or system downti ne.

Response: If a carrier or the CBP system experiences difficulties
that inpede the carrier's efforts to transnit nanifests, the carrier's
Principal Security Oficer (PSO or Operations Control Center (OCC)
shoul d contact the TSA Ofice of Intelligence to receive further
i nstructions. Under no circunstances is a carrier permtted to issue
boardi ng passes to or board passengers who have not been properly
vetted and cleared for boarding (upon generating either a "~ cleared
or ~“selectee'' vetting response). Systemoutages will be discussed in
detail in CBP s updated user guide currently in preparation

Conment: One conmenter stated that CBP should ensure that al
arrangenents have been nmade with foreign | aw enforcenent officials to
ensure that personnel are available to deal with passengers denied
cl earance. Five comenters stated that air carrier personnel should not
be primarily responsible for what they perceive as | aw enforcenent
activities.

Response: Air carrier personnel will not be responsible to perform
| aw enforcenent activities under the final rule. Miltiple U S.

Gover nment agencies are continuing to coordinate with international |aw
enforcenent officials to ensure that travelers identified on governnent
(terrorist) watch lists are handl ed expeditiously and with nininal

I mpact on the carrier or the traveling public. Under current

regul ations and this final rule, carriers are responsible for

val i dati ng passenger data (confirming that the passenger is the person
identified in the travel docunent presented and that the trave

docunent data matches the data that the carrier transmtted to the CBP
system for that passenger) and for ensuring that any passenger
generating a " "not-cleared'' nessage is not pernmtted to board an
aircraft (which is achieved under this final rule by precluding

i ssuance of a boarding pass to such a passenger).

Comment: Two commenters asked if, under the final rule, air
carriers would submt crew mani fests separately from passenger
mani f ests.

Response: Under the current APIS regul ations, transm ssions under
UN EDI FACT (United Nations/El ectrical Data |Interchange for
Adm ni stration, Conmmrerce, and Trade) for passengers and crew may be
included in a single manifest. The final rule does not change that
practice. However, under current regulations and this final rule, there
are different transmi ssion time requirenents for passenger and crew
mani f ests. Thus, because the APIS regulations currently require (and
this final rule does not change) transni ssion of crew (or non-crew
mani fests no later than 60 mnutes prior to departure (wheel s-up)
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(Sec. Sec. 122.49b and 122.75b) and passenger nanifests no later than
30 mnutes prior to the securing of the aircraft, the carrier nust be
nm ndful of these different tinme franmes if transmtting a conbi ned
mani f est (containing both passengers and crew). It is noted that the
APIS AQQ transm ssion option under this final rule is for passengers
only, and these transnissions are pernitted up to the securing of the
aircraft. Any carrier that enploys AQQ nust subnit a crew manifest no
| ater than 60 minutes prior to departure.

Comment: Regarding the NPRM s proposed linmt of the size of AQQ
passenger record transmi ssions to ten passengers, one comenter asked
that the linmt be increased to twenty and another suggested fifty. One
commenter stated that there should be no limt.

Response: While the NPRM s background expl anati on appeared to limt
the size of AQQ passenger record transmi ssions, the final rule does not
address this matter. Information on the nunber of passengers that nay
be contained in one nessage transm ssion is nore appropriately covered
in the user guide (an update of which is currently in preparation).

Comment: Three conmenters sought reassurance that the matching
al gorithms used for passenger vetting are robustly designed and tested.

Response: CBP assures the commenters that the nane-matching
algorithnms are routinely tested and calibrated to ensure that they are
robust without generating an unmanageabl e workl oad in positive hits
(""not-cleared'' results) for either the governnent or the carriers.

Comment: One conmenter stated that a passenger whose APIS data is
i nsufficient for clearance purposes should be treated as a
"“selectee. "’

Response: CBP disagrees with this comment. A "~ “selectee'' vetting
result does not preclude the carrier from
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i ssuing a boarding pass to the " “selectee'' passenger. Since the actua
vetting status (or security risk level) of a passenger whose data is

i nconpl ete or inadequate remai ns unknown, treating such a passenger as
a “selectee,'' and thus allowing himto board the aircraft, would
constitute a security liability. Therefore, the vetting process under
the final rule will ensure that such a "~ "not-cleared' ' passenger is
prevented from boarding an aircraft (by precluding issuance of a
boardi ng pass) until a vetting result can be obtai ned.

Conment: One conmenter requested that air carriers be able to use,
for enpl oying the proposed APIS 60 or AQQ interactive manifest
transm ssi on options, any software previously certified by CBP w thout
having to seek additional certification
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Response: CBP notes that previously authorized software is
acceptable for air carrier use wthout additional authorization;
however, for the new interactive real mof communication, CBP will
require appropriate testing to ensure proper connectivity between CBP
and the transmtter before that software can be utilized. This testing
and CBP' s acknow edgenent that the carrier's systemis " “interactive
capable'' are referred to as " “certification'' in the final rule. CBP
notes that carriers not opting for interactive transm ssion do not
require CBP certification

Comment: Two conmenters asked if APIS requirenents woul d be
applicable in energency situations.

Response: The final rule does not change current regul ations
regardi ng API'S mani fest transm ssion requirenents in energency
situations. Under the current regulations, an aircraft not destined to
the United States but diverted there due to an energency must transmt
a passenger manifest no later than 30 mnutes prior to the aircraft's
arrival at the U S. port. For a vessel simlarly diverted to a U S
port, the passenger manifest is required prior to the vessel's entry
into that port. Both provisions allow that in cases of non-conpliance
due to an energency, CBP will take into consideration that the carrier
was not equi pped to nake the APIS transmi ssion (where that is the case)
and the circunstances of the energency situation. See Sec. Sec.
4.7b(b) (2)(i)(D) and 122.49a(b)(2)(iii).

Comment: One conmenter asked whether there would be a trial period
to correct systens discrepancies prior to inplenmentation of the
interactive transm ssion systens provided for under the proposed rule.

Response: The final rule will be effective 180 days following its
publication in the Federal Register. During this 180-day period,
carriers will have the opportunity to test their systens with CBP and
wor k cooperatively to correct system di screpancies.

4. Comments From (and on Behalf of) Vessel Carriers and Carriers
Operating Wthin the Quter Continental Shelf (CCS)

Conment: Two conmenters asked for clarification on how the rule
woul d affect operations on and novenments on the OCS, and three
comenters requested that carrier operations involving the transport of
OCS enpl oyees be exenpt fromthe rule. Two conmenters asked if there
are APIS reporting requirenments for foreign and U S. personnel (U S.
citizens) who arrive in the United States froma | ocation on the OCS
that is considered a U S. port or place.

Response: Through this final rule, CBP does not intend to change
the regine created by existing statutes, regulations, and rulings
pertaining to OCS i ssues. The final rule applies to vessel nobvenents
froma U S port or place bound for a place on the OCS that is

file/INYhtml/MEX_Web_Site/Port_Security/USCSffiles/apis final_rule_082307.htm (43 of 76)8/23/2007 10:38:50 AM



FR Doc E7-15985

considered "“outside the United States'' (as opposed to a place (e.qg.,
a vessel, rig, or platfornm considered a U S. point by virtue of its
attachnment to the OCS) under existing statutory authority, and to
vessel novenments from such a place on the OCS to a U. S. port or place.
CBP notes that the final rule applies to simlar air carrier novenents.
In addition, data nust be transmitted for all persons, i.e., all
travelers (crew nenbers, workers, and others) regardless of citizenship
or status under inmmgration |aws, onboard OCS operating vessels and
aircraft subject to the APIS regulations. Finally, carriers arriving
froma U S. port or place (on the OCS or not) into another U S. port or
pl ace (on the OCS or not) are not required by CBP to transnit APIS

dat a.

Conment: Two commenters asked if the terns ~“foreign area'' used
for aircraft and " “foreign port or place'' used for vessels are
synonynous for the purposes of transmitting APIS data relative to
carriers operating on the OCS.

Response: CBP notes that the term “foreign area'' is not used in
Sec. Sec. 122.49a, 122.49b, 122.75a, or 122.75b pertaining to aircraft
arrivals in and departures fromthe United States; nor does the term
““foreign port or place'' appear in Sec. Sec. 4.7b or 4.64 pertaining
respectively to vessel arrivals in and departures fromthe United
States. As nentioned previously, the final rule applies to vessel and
air carrier nmovenents froma U S. port or place bound for a place on
the OCS that is considered " “outside the United States'' under existing
provi sions and rules, and to vessel and air carrier novenments from such
a place on the OCS to a U.S. port or place. However, CBP again notes
that there are existing statutory and regul atory provisions, as well as
agency rulings, concerning the OCS that provide clarification of this
and ot her issues.

Comment: One commenter asked if vessel carriers would still be able
to send updated APIS data no later than 12 hours after departure. One
comenter asked if an update could be subnitted in the event of a crew
change- over.

Response: The final rule does not change the provisions pertaining
to anendnents to crew nani fests. Therefore, vessel operators will stil
be able to send anmendnents after subm ssion of the APIS crew manifest
up to 12 hours after departure, as provided in Sec. 4.7b(b)(2)(ii)
pertaining to vessel arrivals and Sec. 4.64(b)(2)(ii) pertaining to
vessel departures. Passenger manifests, however, cannot be anended.

Conment: Two conmenters stated that cruise lines should be able to
transmt only the nanes of cruise passengers conpiled during booking to
neet the requirenents of this rule

Response: CBP di sagrees. The eNOA/ D subm ssion portal nmanaged by
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USCG, through which APIS manifest data are transnitted for both
arriving and departing vessels, requires that all required data

el enents be transnitted for each passenger, not nerely the nanmes. A
vessel carrier may, however, transmt the required data elenents in
Sec. 4.64(b)(3)(i) through (x) for any portion of the passengers or
crew in advance of the transm ssion deadline, provided that this
transmission is followed by tinely transm ssion of a final, conplete,
and val i dated manifest (through eNOA/ D) no later than 60 mninutes prior
to departure fromthe U S. port.

Conment: One conmenter asked if a cruise carrier's receipt of a
““not-cleared' ' nessage from CBP would result in the ship not being
allowed to depart on tine.

Response: Under the final rule, a cruise ship cannot depart with a
passenger onboard whose data has generated a "~ "not-cleared ' nessage.
Because crui se ships allow passengers to board early (as nuch as five
or six hours early), CBP cannot guarantee that a " "not-cleared"’
nessage will be sent to the carrier before the "~ "not-cleared
passenger has boarded (as the passenger coul d be boarded before the
data is transmtted to the CBP systemfor vetting). Were such a
passenger has
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boarded the vessel, the carrier nust | ocate and renmove himand his
baggage fromthe vessel. CBP believes that the 60-mi nute transm ssion
requirement is sufficient time to fully vet passengers and crew and
allow the carrier to renbve a person generating a ~ " not-cleared
response; however, CBP cannot guarantee that result in every instance.
Where the full vetting process (initial and further vetting, both of
whi ch are performed by CBP for commercial vessels) has not been
conpl eted prior to schedul ed departure, a carrier has the choice to
either delay departure and await the results of further vetting or
depart on tine after renoving the " "not-cleared ' passenger in question
(and his baggage) fromthe vessel. Al though a business deci sion,
carriers can review their business process to deternine the potenti al
benefits related to early transnission of APIS data, which nay afford
nore time for security vetting.

Comment: One conmenter requested clarification on how CBP woul d
transnmit a " not-cleared' ' nessage for a crewrenber to a vesse
operat or.

Response: CBP currently generates an APIS confirmati on nessage for
vessels transnitting mani fests through the eNOA/D portal. The
confirmation nessage, which is sent to the reporting party shown in the
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mani fest, will contain the "~ "not-cleared ' nessage for the rel evant
crew menber.

Conment: One conmenter requested that reporting requirenments for
CBP and the USCG regul ati ons be reconciled so that a carrier is able to
file a single departure report.

Response: Under its current reporting requirenents, USCG does not
require notices of departure (departures fromthe United States) except
in certain, limted situations (such as vessels with hazardous cargo).
USCG is planning to anend its regulations to generally require a notice
of departure. CBP will continue to work with the USCG to ensure that
carriers are not subject to duplicative reporting requirenments, just as
was done for arriving vessels.

Comment: Two conmenters requested that the proposed 60-ninute prior
to departure requirenent be amended, stating that it is too burdensone
for cruise lines to neet. One comenter stated that the 60-m nute
requi rement i s unworkable for operations on the OCS

Response: CBP disagrees. Nothing in the final rule precludes a
vessel carrier fromtransnmitting available APIS data i n advance of the
60-m nute deadline for manifest transm ssions. Early transm ssion and
vetting of passenger and crew nenber data will facilitate and enhance
the effectiveness of the process. Even where a carrier waits until 60
nmnutes prior to departure to transmt a single, conplete manifest, the
60-m nute wi ndow i s expected to provide, in nost instances, sufficient
time for CBP to identify and notify the carrier of any " "not-cleared'
vetting results and to conplete vetting, and for the carrier to |ocate
and renmove fromthe vessel the passengers and/or crew nenbers who
generated the "~ "not-cleared' ' responses (along with their baggage). A
shorter time for conpletion of the process would risk failure to
achi eve the desired security goal (preventing vessel departures with a
hi gh-ri sk passenger or crew nmenber onboard) and woul d increase the risk
of a del ayed departure.

CBP believes that carriers operating on the OCS will be able to
conmply with the 60-m nute requirenent w thout an unacceptabl e inmpact on
their operations.

Comment: One conmenter requested that cruise lines be pernmitted to
i mpl emrent AQQ.

Response: CBP and USCG wi || continue working to devel op mani f est
transmi ssi on methods that do not inpose duplicative submi ssion
requi rements on vessel carriers; this will include exploring with
vessel carriers the feasibility of developing an interactive procedure
for these carriers.

Conment: One conmenter asked whether transm ssion of APIS data is
requi red for voyages between two U. S. ports.
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Response: Carriers are not required to transnmt APIS data for
voyages between two U. S. ports.

Conment: One conmenter asked if a vessel carrier would be required
to sit at the dock for 60 nminutes follow ng subm ssion of APIS data
awai ting clearance to depart (froma U S. port).

Response: Under the final rule, the APIS transm ssion nmust occur no
|ater than 60 nminutes prior to the intended vessel departure. A
confirmati on nessage will be sent to the reporting party shown in the
mani fest. If the confirmati on nessage clears all crewnrenbers and
passengers on board, the vessel can depart regardl ess of whether the
full 60-m nute wi ndow has el apsed. |If the confirnmation nmessage incl udes
a ‘not-cleared' result, the carrier may wait until further vetting
can be conpleted. If the further vetting result clears the "~ not-
cleared'' traveler within the 60-m nute wi ndow, the carrier is free to
depart.

B. Comments Pertaining to the Regul atory Assessnent

A " " Regul atory Assessnent'' of the proposed APIS rule was posted on
the CBP Wb page and in the Federal Docket Managenent Systemwith the
NPRM The following are comments received on that analysis and CBP' s
responses to those conments:

Comment: Two conmenters stated that a satisfactory assessnent of
costs and benefits cannot be nmade until the system and procedures have
been fully tested.

Response: Executive Order 12866 and OMB Circular A-4 require that
an agency conduct an econom c analysis for all significant regulatory
actions, as defined under section 3(f) of that Executive Order. This
anal ysis nust contain an identification of the regulatory baseline as
well as the anticipated costs and benefits of the rule on rel evant
st akehol ders. The analysis prepared for the NPRM was revi ewed by the
O fice of Managenent and Budget (QOVB).

Conment: One conmenter argued that the costs estimated for
passengers and air carriers relative to prohibiting boarding within 15
nm nutes of departure are too |low and provided its own analysis. The
comrenter noted that air carriers, not the conrmenter, would have to
provi de the data necessary to reassess the econom c inpacts.

Response: CBP appreciates this coment and the detail that
acconpani ed the estimte provided in the conment. However, the
comment er presented an estimte that was overly pessimstic and
represented an absolute " “worst-case'' scenario that would rarely, if
ever, be realized.

Comment: Five commenters stated that the estinated delay of 4 hours
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for passengers who woul d not nmake their flights was too | ow
Response: CBP notes that a sensitivity analysis was conducted t hat
estimated the costs to passengers of an eight-hour delay. This analysis

has been retained in the final ~~Regulatory Assessnment'' available in
the public docket for this rule in addition to an anal ysis of a 24-hour
del ay.

Comment: One conmenter stated that the estinmated annual two percent
increase in international air passengers was "~ pessinmistic'' and
underestimated overall costs for the industry.

Response: CBP agrees with this comrent. The "~ Regul atory
Assessnent'' has been nodified to account for a five percent (5%
annual increase in international air passengers.

Comment: One conmenter stated that the percentage of passengers who
woul d m ss their connecting flights under the AQQ option with the 15-
nm nute transm ssion deadline should be closer to two percent (2%
rather than the 0.5 percent estimated in the " Regul atory Assessnent,'
based on limted testing
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t he commenter has conducted. Another commenter stated that the 0.5
percent estimate is too | ow.

Response: CBP appreciates the information provided by the
comenters. CBP notes that under the final rule, carriers will be able
to transmt APIS data using the AQQ option up to the tinme when the
carrier secures the aircraft, rather than 15 minutes prior to
departure. This nodification should hel p connecting passengers make
their intended flights and minimze delay. Thus, CBP has retained the
0.5 percent estimate to account for those few passengers that may stil
m ss their connecting flights under the revised AQQ transm ssion
requirenments in the final rule.

Comment: One conmenter stated that the "~ Regul atory Assessnent'’
does not account for investments that airports will have to nake to
cope with earlier arrivals and extended checki ng del ays.

Response: This comment is accurate. However, it is virtually
i mpossible to estinmate the changes that would occur in airports
t hroughout the world as a result of this final rule. This is because
CBP does not know how many airports, if any, may reconfigure ticketing
and waiting areas, the nunber of carriers that will use the batch API S
transm ssion nmethod versus the AQQ transm ssion nethod (which should
result in fewer delays to passengers), the nunber of international
passengers that would be affected in each airport, and daily peaks in
passenger volunme that may affect possible ““crowding'' in the ticketing
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area and other areas of the airport. Wile CBP cannot quantify these
potential inpacts on airports, they are inportant to note, and a
qualitative discussion of these inpacts is included in the fina
""Regul atory Assessnent.''

Conment: One conmenter stated that the " " Regul atory Assessnent'
does not account for international passengers who are nmaking connecting
flights in the United States.

Response: CBP disagrees with this comment. The percentage estinated
in the "~ " Regul atory Assessnment'' reflects international passengers
connecting on flights made in both foreign and U. S. airports.

Comment: Two conmenters stated that the hourly cost for a delay is
closer to $10,000 than to the $3,400 estimated in the "~ Regul atory
Assessnent.'' Another commenter stated that the hourly cost for a del ay
is closer to $17, 000.

Response: CBP appreciates these comments and has revised the hourly
cost of delay using an estimte of $15, 000.

Conment: One conmenter stated that the offshore industry would
experience hours of delay as a result of the rule and this was not
accounted for in the " "Regulatory Assessnent.''

Response: CBP acknow edges that costs to the offshore industry of
delay were not included in the " "~Regulatory Assessment.'' This is
because vessel operators do not board passengers and crew as air
carriers do and shoul d not experience delays as a result of this rule.
As stated el sewhere, if the confirmati on nessage received from CBP
clears all crewnenbers and passengers on board, the vessel can depart
regardl ess of whether the full 60-m nute w ndow has el apsed.
Furthernore, nothing in the regulation as proposed or finalized
precludes a carrier fromtransnitting available APIS data well in
advance of the 60-m nute nmanifest transm ssion deadline.

Comment: One commenter stated that small carriers were nuch nore
likely to experience delays than |large carriers.

Response: CBP disagrees with this conment. As stated in the
""Regul atory Assessment,’'' while large air carriers have connecting
flights where affected passengers could face short |ayover tines, snall
air carriers operate predom nantly on charter schedul es and nmake point-
to-point trips without connecting flights. Wth respect to originating
passengers, CBP expects that sone of themw Il need to nodify their
behavior by arriving at the airport earlier than they custonarily do.
Cccasional ly, a passenger may not make a flight as a result of the
rule, but the percentage is expected to be nmuch |ower than for
passengers on large carriers. Furthernore, as discussed el sewhere, the
transm ssion time for small carriers has been nodified from 60 m nutes
prior to departure (meani ng push-back fromthe gate) to 30 mnutes
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prior to securing the aircraft. Should a "~ “cleared ' response be
received within that 30-m nute wi ndow, the carrier may board the
cl eared passengers and depart.

Conment: Two conmenters stated that the cost estimated for ticket-
agent time due to delay is too | ow because it does not include the
costs for rerouting a passenger and arrangi ng conpensation for the
passenger (hotel, neals).

Response: CBP did include the agent tine required to reroute a
passenger on either the same carrier or another carrier in estimating
this cost. However, the 15-mnute tinme estinmted does not account for
the agent arrangi ng conpensatory accommodati ons for a passenger in the
event of a lengthy delay. CBP has included a sensitivity analysis in
the final ~"Regul atory Assessnent'' that estimates the cost of 1 hour
of conbined ticket-agent tine to acconmpdate a passenger's del ay.

Conment: One conmenter stated that under the " "No Action'
alternative, the statenent that this allowed high-risk passengers to
board aircraft is misleading, arguing that their carrier has never had
an aircraft turned back or diverted.

Response: While CBP conmends the conmenter's record, it is clear
that under the status quo, high-risk passengers are able to board
aircraft bound for the United States. Many such instances were
described in the preanble to the proposed rule and in the "~ Regul atory
Assessnent. "'

Comment: One conmenter stated that privacy issues nust be studied
in depth and be transparent. One comenter stated that the current
Privacy | nmpact Assessnent (PIA) is no |onger valid because the rule
presents an entirely new use of data.

Response: The privacy inpacts of collecting APIS data have been
studied in depth, and both a PIA and a System of Records Notice (SORN)
wi ||l be published in conjunction with this final rule. Both the SORN
and Pl A have been reviewed and approved by the Ofice of Managenent and
Budget (QOVB) in concurrence with this final rule.

Conment: One conmenter stated that the Regulatory Flexibility Act
(RFA) analysis erroneously omtted costs to passengers.

Response: CBP disagrees with this conment. An individual is not a
small entity under the Regulatory Flexibility Act.

I V. Conclusion and Summary of Changes Made to the API'S Regul ati ons by
This Final Rule

Based on the comments received, and CBP' s further consideration of
the matter, CBP concludes that the proposed amendnments, with the
nodi fications discussed in the coment reponses above (and included in
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Section VI of this docunent), should be adopted as final to enhance
national security by providing a heightened | evel of security for the
comercial air and vessel travel industries. Achieving the |evel of
security ensured under the regulatory anmendnments set forth in this rule
(see " Changes Made to the APIS Regulation by this Final Rule'' section
bel ow) places DHS in a better position to: (1) Fully vet, as
appropriate, passenger and crew nmenber information prior to departure
as required by IRTPA; (2) effectively coordinate with carrier personne
and donestic or, where appropriate, foreign governnent authorities in
order to take appropriate action warranted by the threat; (3) nore
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effectively prevent an identified high-risk traveler (known or
suspected terrorist) frombecomng a threat to passengers, crew,
aircraft, vessels, or the public; and (4) thereby ensure that the

el ectronic data transni ssion and vetting process required under the CBP
API S regul ations conports to a greater extent with the purposes of

ATSA, EBSVERA, and | RTPA.

This final rule amends certain sections of the CBP API S regul ati ons
to provide the followi ng changes to the el ectronic passenger manifest
transm ssi on process applicable to arriving and departi ng conmerci al
aircraft (see Sec. Sec. 122.49a and 122.75a, respectively) and to the
passenger and crew nmenber manifest transm ssion process for departing
comercial vessels (see Sec. 4.64):

1. The NPRM proposed that the current APIS regulation's definition
of " “departure'' for aircraft en route to, departing from continuing
within, and overflying the United States (for purposes of Sec. Sec.

122. 49a, 122.49b, 122.49c, 122.75a, and 122.75b) be anended to provide
that departure occurs at the nonment the aircraft is pushed back from
the gate. As explained in the "~ Comrents'' section, CBP is not pursuing
this proposed change, and the final rule retains the current
regulation's definition of " “departure'' as "~ wheel s-up. See Sec.
122.49a(a). However, for purposes of establishing a (relatively) fixed
nonent for calibrating the timng of manifest transm ssions, CBP has
determ ned to use the nonent at which the aircraft's doors are cl osed
and secured for flight (referred to as "~ “the securing of the
aircraft''). This action (securing of the aircraft) occurs for all
flights and applies to all aircraft, including those that do not push
back froma gate. Consequently, the final rule amends Sec. 122.49a(a)
by adding the definition for "~ “securing the aircraft.'' The current
regul ation's definition of "“departure'' (wheels-up) will continue to
apply to nani fest transni ssions for crew and non-crew, and the

(I}
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definition of “~“securing the aircraft'' will not apply to these
provi si ons.

2. For flights en route to and departing fromthe United States,
air carriers will have discretion to choose one of three options for
transmtting passenger manifests to the CBP system as follows: (a)
Transnmitting batch passenger manifests to the CBP system by neans of a
non-interactive transm ssion systemno later than 30 m nutes prior to
the securing of the aircraft (the APIS-30 non-interactive option); (b)
transmtting batch passenger manifests via a CBP-certified electronic
data interchange systemw th interactive comunication capability no
|ater than 30 nminutes prior to the securing of the aircraft (the API S
30 interactive option); and (c) transmitting, via a CBP-certified
el ectronic data interchange systemw th interactive comruni cati on
capability, passenger manifest data relative to each passenger in rea
time, i.e., as each passenger checks in for the flight, up to the
nonent of the securing of the aircraft (the AQQ option). See Sec. Sec.
122.49a(b) (1) (ii)(A), (B), and (O; 122.49a(b)(2)(i)(A) and (B)

122. 75a(b) (1) (ii)(A), (B), and (C; and 122.75a(b)(2)(i)(A) and (B)
Though not explicit in the texts, DHS is taking over, fromthe
carriers, the responsibility to performwatch list vetting. Under the

process inplenented with this final rule, DHS (i.e., CBP and TSA, as
explained in this docunent) will performthe pre-departure vetting of
passenger and crew mani fest data for APIS purposes. The air carriers
will no longer performthis function with respect to flights subject to
the APIS regul ati ons.

3. An air carrier opting to enploy one of the interactive
el ectronic transm ssion options (see 2(b) and (c) above) must obtain
CBP certification of its interactive system Certification is conferred
by CBP upon testing of the carrier's systemand confirmation that it is
capabl e of functioning as configured for the interactive option chosen
(or both options if both chosen). These air carriers may not transmt
mani fests interactively until certified. See Sec. Sec.
122.49a(b) (1) (ii)(E) and 122.75a(b) (1) (ii)(E)

4. The final rule nmakes clear that a carrier may be certified to
nmake both interactive batch and AQQ transni ssions, for the sane or
different flights. See Sec. Sec. 122.49a(b)(1)(ii)(D and
122. 75a(b) (1) (ii) (D)

5. Air carriers that do not choose an interactive option for
transmitting passenger manifests (see 2(a) above) will continue to make
transm ssions via a non-interactive system Certification is not
required, and CBP will comunicate with these carriers by a non-
interactive neans. See Sec. Sec. 122.49a(b)(1)(ii)(A) and
122. 75a(b) (1) (ii) (A
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6. The final rule makes clear that a carrier, at its discretion,
may nmake nore than one batch transm ssion. See Sec. Sec.
122.49a(b) (1) (ii)(A) and (B) and 122.75a(b)(1)(ii)(A) and (B). The
current regul ati on does not preclude this practice, but appears to
contenplate that only one manifest is transmtted. Any single batch
transmi ssion covering all passengers checked in for the flight nust be
transnmitted by the required tine (no later than 30 minutes prior to the
securing of the aircraft) and nust contain all required data el enents
for the passengers it covers. Miltiple batch transm ssions nust,
toget her, cover all passengers checked in for the flight and
individually contain all required data elenents. Carriers enploying
this practice are not precluded fromtransmtting a batch manifest that
covers passengers included on a previously transmtted manifest.

7. Upon the effective date of this final rule, any carrier
certified by CBP will be cleared to transnmit manifests via one or both
of the interactive transm ssion options. CBP wll allow a certified
carrier to transmit manifests or nmani fest data by interactive neans
prior to the effective date of this rule. Upon the effective date,
carriers not certified by CBP will be required to transmt batch
passenger manifests no later than 30 nminutes prior to the securing of
the aircraft via a non-interactive transm ssion nethod. Once any of
these latter carriers subsequently obtains certification, they my
commence transm ssions via the interactive transm ssion option chosen
(See the DATES section of this final rule docunent.)

8. Upon receipt of a batch passenger nanifest froma carrier using
the interactive batch transm ssion option or an individual passenger's
mani fest data froma carrier enploying AQQ the CBP systemw |l conduct
an autonated vetting procedure and will send to the carrier, by
interactive neans, a cleared,'' "~ “not-cleared,'' or "~ selectee'
nmessage (instruction or response). A "not-cleared ' response will be
sent relative to any passenger warranting further security analysis (as
an exact natch to data contained in the No-Fly terrorist watch list, a
possi bl e match, or an inadequate record that cannot be vetted). A
passenger identified as a ~"selectee'' will be so designated by the
carrier and subject to secondary screening, in accordance wth
applicable TSA requirenments. See Sec. Sec. 122.49a(b)(1)(ii) and
122. 75a(b) (1) (ii).

The sane procedure applies to carriers using the non-interactive
batch transm ssion option, except that the CBP system does not send
““cleared'' nessages to these carriers; CBP sends a confirmation
nmessage with any "~ "not-cleared'' and " “selectee'' vetting results
i ndi cated. Where all passengers are cleared, the confirmation nessage
will be without vetting results, thereby indicating that the carrier
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can i ssue boardi ng passes and the passengers are cleared for departure.
9. Regardl ess of the manifest transm ssion option enployed (API S- 30
non-interactive, APIS-30 interactive, or
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AQQ), a carrier will not issue a boarding pass to any passenger subject
to a "not-cleared'' instruction issued by the CBP system during
initial vetting, will not |oad onto the aircraft such passenger's
baggage, and will renove such passenger's baggage if already | oaded.

See Sec. Sec. 122.49a(b)(1)(ii)(A), (B), and (C and

122. 75a(b) (1) (ii)(A), (B), and (C). The carrier must not transport the
baggage of a " “not-cleared ' passenger unless he is later (during
further vetting) cleared and boarded. The carrier will issue a boarding
pass to a " “selectee'' passenger with an instruction that secondary
screening is required.

10. Regardl ess of the transm ssion option enployed, a carrier must,
in accordance with TSA requirenents, contact TSA for the purpose of
resolving a ~"not-cleared ' instruction by providing, if necessary, any
avail abl e rel evant information, such as a physical description. See
Sec. Sec. 122.49a(b)(1)(ii)(A), (B), and (C and 122.75a(b)(1)(ii)(A),
(B), and (O).

11. Regardl ess of the transm ssion option enployed by a carrier,
any passenger subject to a "not-cleared'' initial vetting response
will be subject to further vetting, and TSAwll notify the carrier
that the passenger has been cleared or downgraded to " sel ectee’
status if warranted by the results of the additional security analysis.
Carriers will not be notified by CBP nessagi ng where further vetting

confirms a " "not-cleared'' instruction (see Sec. Sec.
122.49a(b) (1) (ii) (A, (B), and (C) and 122.75a(b)(1)(ii)(A, (B), and
(©), but CBP will informthe carrier in accordance with the resolution

process nentioned i medi ately above.

12. A carrier enploying one or both of the interactive transm ssion
options (batch or AQQ will transmt to the CBP system no later than
30 nminutes after the securing of the aircraft, a unique identifier or
speci fic passenger data (typically a nane) for any passenger that
checked in for the flight but was not boarded for any reason. See
Sec. Sec. 122.49a(b)(1)(ii)(B) and (C and 122.75a(b)(1)(ii)(B) and
(C. These carriers may so identify only those passengers who checked
in but did not board the flight or all passengers that were checked in
and boarded the flight. A carrier using the non-interactive
transmi ssion option (eAPIS normally) is not required to send a cl ose-
out nessage.
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13. Vessel carriers nust transnit passenger and crew manifests for
vessel s departing fromthe United States no | ater than 60 m nutes prior
to departure. See Sec. 4.64(b)(2)(i). Wiile the APIS regul ation
concerning vessels departing fromthe United States is not further
anended, the API'S manifest transm ssion and vetting process for these
vessels is simlar to that for aircraft to the follow ng extent: the
vessel carrier may transmit nultiple batch manifests; the CBP system
will conduct the vetting of manifest data in a two-stage process; the
CBP systemw || send to the carrier ~“cleared' ' and "~ not-cleared
instructions to the carrier after initial automated vetting; the data
for all "~ “not-cleared ' passengers and crew nenbers is subject to the
further vetting process; CBP will contact the carrier where the results
of further vetting clear an initially ~"not-cleared' ' passenger or crew
nmenber for boarding. A carrier also nmust not allow a vessel to depart
with a ""not-cleared'' passenger or crew nenber, or his baggage or
bel ongi ngs, on board.

V. Regul atory Requirenents
A. Executive Order 12866 (Regul atory Pl anning and Revi ew)

This rule is considered to be an econom cal ly significant
regul atory action under Executive Order 12866 because it may result in
t he expenditure of over $100 nmillion in any one year. Accordingly, this
rul e has been reviewed by the Ofice of Managenent and Budget (QOVB).
The following summary presents the costs and benefits of the rule plus
a range of alternatives considered. The conplete " Regul atory
Assessnent'' can be found in the docket for this rulemaking (http://ww.regul ations.gov; see also http://ww.

cbp. gov) .

Summary

Air carriers and air passengers will be the parties primarily
affected by the rule. For the 30-m nute option, costs will be driven by
the nunber of air travelers that will need to arrive at their
originating airports earlier and the nunber of air travelers who niss
connecting flights and require rerouting as a result. For AQQ costs
will be driven by inplenmentation expenses, data transm ssion costs, and
a snmall nunber of air travelers who mss connecting flights.

CBP estimates a range of costs in this analysis. For the high end
of the range, we assune that passengers will provide APIS data upon
check-in for their flights and that all carriers will transmt that
data, as an entire passenger and crew manifest, to CBP at |east 30
m nutes prior to the securing of the aircraft. W estimate that this
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will result in 1 percent of passengers on large carriers and 0 percent
of passengers on small carriers m ssing connecting flights and needi ng
to be rerouted, with an average delay of 4 hours. W also estinate that
5 percent of originating passengers will need to arrive 15 minutes
earlier than usual in order to nmake their flights. For the | ow end of
the range, we assune that all large air carriers will inplement AQQto
transnmit information on individual passengers as each check in. W
estimate that this will drive down the percentage of passengers
requiring rerouting on large carriers, attributable to this rul emaking,
to 0.5 percent. The percentage on small carriers remains 0 percent
because we assune that small carriers will not inplenment AQQ rather
they will continue to subnmit manifests at |least 30 minutes prior to the
securing of the aircraft through eAPI'S, CBP s web-based application for
smal| carriers. Thus, costs for snmall air carriers are the sanme

regardl ess of the regulatory option considered.

The endpoints of our range are presented bel ow. As shown, the
present value (PV) costs of the rule are estimated to range from $827
mllion to $1.2 billion over the 10 years of the analysis (2006-2016,
2005 dol lars, 7 percent discount rate).

Costs of the Final Rule
[$millions, 2006-2016, 2005 doll ars]

H gh estimate (30-mi nute option) Low estimate (APIS quick query
——————————————————————————————————————— opti on)

Lar ge Smal | Tot al Lar ge Sral

carriers carriers carriers carriers Tot a
First-Year Costs (2006)........... $116 $1 $117 $184 $1 $185
Average Recurring Costs........... 150 2 152 92 2 94
10- Year PV Costs (7% ............. 1,168 14 1,182 813 14 827
[[ Page 48339]]
10- Year PV Costs (3% ............. 1,413 17 1,430 959 17 976

We quantify four categories of benefits, or costs that could be
avoi ded, under the final rule: costs for conducting interviews with
identified high-risk individuals, costs for deporting a percentage of
these individuals, costs of delaying a high-risk aircraft at an airport
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(either at the origination or destination airport), and costs of
rerouting aircraft if high-risk individuals are identified after
takeoff. The average recurring benefits of the rule are an estinated
$14 mllion per year. Over the 10-year period of analysis, PV benefits
are an estimated $105 mllion at a 7 percent discount rate ($128
mllion at a 3 percent discount rate).

The primary inpetus of this rule, however, is the security benefit
afforded by a nore tinely subnmission of APIS information. ldeally, the
qgquantification and nonetization of the beneficial security effects of
this regulation would involve two steps. First, we would estimate the
reduction in the probability of a successful terrorist attack resulting
frominplementation of the regulation and the consequences of the
avoi ded event (collectively, the risk associated with a potentia
terrorist attack). Then we would identify individuals' willingness to
pay for this increnmental risk reduction and nmultiply it by the
popul ati on experiencing the benefit. Both of these steps, however, rely
on key data that are not available for this rule.

In light of these linitations, we conduct a " breakeven'' analysis
to determ ne what change in the reduction of risk would be necessary in
order for the benefits of the rule to exceed the costs. Because the
types of attack that would be prevented by this regulation are not
entirely understood, we present a range of potential |osses that are
driven by casualty estimtes and asset destruction. W use two
estimates of a Value of a Statistical Life (VSL) to represent an
individual's willingness to pay to avoid a fatality onboard an
aircraft, based on economic studies of the value individuals place on
smal | changes in risk: $3 mllion per VSL and $6 nmillion per VSL.
Additionally, we present three attack scenarios. Scenario 1 explores a
situation where only individuals are | ost (no destruction of physical
property). Scenario 2 explores a situation where individuals are | ost
and the aircraft is destroyed. Scenario 3 explores a situation where
i ndividuals are | ost and substantial destruction of physical capital is
i ncurred.

We subtract the annualized benefits of the rule (7 percent discount
rate over 10 years) fromthe annualized costs (high and | ow esti nmates)
and divide these net costs by the value of casualty and property | osses
avoi ded to cal culate an annual risk reduction range that would be
required for the benefits of the rule to at | east equal the costs.

The annual risk reductions required for the rule to breakeven are
presented below for the three attack scenarios, the two estinmates of
VSL, and a range of casualties. As shown, depending on the attack
scenario, the VSL, and the casualty level, risk would have to be
reduced 0.2 (Scenario 3, 3,000 casualties avoided) to 44.2 percent
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(Scenario 1, 100 casualties avoi ded)
br eakeven.

in order

for the rule to

Annual Ri sk Reduction Required (% for Net Costs to Equal Benefits
[ Annual i zed at 7 percent over 10 years]
Scenario 3:
loss of life
Scenario 1: Scenari o 2: and
Casual ti es avoi ded loss of life loss of life cat ast rophic
only and aircraft | oss of
property

$3M VSL:

100, . o 30.4-44.2 29.2-42.5 0.4-0.6

250, 12.2-17.7 12.0-17. 4 0.4-0.6

500, . o e 6.1-8.8 6.0-8.8 0.4-0.6

1,000, . . 3.0-4.4 3.0-4.4 0.4-0.5

3,000, . .. 1.0-1.5 1.0-1.5 0.3-0.4
$6M VSL:

100, . e 15.2-22.1 14.9-21.7 0.4-0.6

250, L 6.1-8.8 6.0-8.8 0.4-0.6

500, . 3.0-4.4 3.0-4.4 0.4-0.5

1, 000. .. 1.5-2.2 1.5-2.2 0.3-0.5

3,000, . .o 0.5-0.7 0.5-0.7 0.2-0.3
See the " "Regul atory Assessnent'' at http://ww. regul ations. gov or

http://ww. cbp.gov for details of these cal cul ati ons.

Regul atory Alternatives

CBP considered a nunber of regulatory alternatives to the rule.

Compl ete details regarding the costs and benefits of these alternatives

can be found in the "~ “Regulatory Assessnent'' available in the docket

for this rule (http://ww.regulations.gov;, see also http://ww.cbp.gov
). The following is a sunmary of these alternatives:

[[ Page 48340]]

(1) Do not promul gate any further manifest transm ssion
requi rements (No Action)--the baseline case where carriers would
continue to subnit APIS manifests for arriving aircraft passengers 15
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m nutes after departure and, for departing aircraft passengers, 15

m nutes prior to departure. There are no additional costs or benefits
associated with this alternative. Hi gh-risk passengers woul d continue
to board aircraft both destined to and departing fromthe United
States, and instances of such aircraft departing with a high-risk
passenger onboard woul d continue. As explained previously in this
docunent, these results are inconsistent with the protective security
obj ectives and/ or mandat es of ATSA, EBSVERA, and | RTPA. Because this is
the status quo, and therefore has no additional costs or benefits, it
is not analyzed further

(2) A 30-minute transm ssion requirenment and inplenmentation of
AQQ--this is the final rule, discussed earlier in this docunent, which
generally requires carriers to either submt batch manifests 30 m nutes
prior to the securing of the aircraft or, if inplementing AQQ transmt
mani f est data for each passenger as he checks in for the flight, up to
the securing of the aircraft. If flying on a carrier using AQQ
i ndi vi dual s woul d be queried while they checked in and woul d be
prevented (deni ed a boarding pass) fromcontinuing to check in or
havi ng their bags checked if not cleared by CBP. If flying on a carrier
using the API'S 30 batch mani fest transm ssion option, individuals not
cleared by CBP would not be issued a boarding pass. High-risk
i ndi viduals would thus not enter passenger screening or the departure
gate area.

First-year costs are $118-185 mllion, average recurring costs are
$94- 152 million per year, and 10-year present value costs are $827
mllion-1.2 billion (7 percent discount rate) and $976 mllion-1.4
billion (3 percent discount rate).

(3) A60-mnute transm ssion requirenent--this is the rule as
proposed, w thout the AQQ option. Carriers would subnmit their manifests
in their entirety at least 60 mnutes prior to departure. CBP assunes
that 2 percent of passengers on large carriers and 0.25 percent of
passengers on snall carriers will be del ayed an average of 4 hours and
will need to be rerouted. CBP al so assunmes that 15 percent of
passengers would need to arrive at their originating airport an average
of 15 minutes earlier than normal to nake their flights. Benefits will
i nclude interview costs avoi ded, deportation costs avoi ded, delay costs
avoi ded, and diversion costs avoided, as well as the non-quantified
security benefits that are the inpetus for this rule.

Based on comments to the proposed rule, and reconsideration of the
matter by CBP in light of |essons |earned during the nanifest
transm ssion and security vetting process devel oped after the exposed
bomb plot in the United Kingdomlast sunmer, this alternative was
rej ected as unnecessarily burdensone for air carriers. CBP now believes
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that a 30-m nute transm ssion requirenent provides greater flexibility
for air carriers while still providing the |evel of security sought for
this rule.

First-year costs are $265 million, average recurring costs are $343
mllion per year, and 10-year present value costs are $2.7 billion (7
percent discount rate) and $3.2 billion (3 percent discount rate).

Benefits are higher than the No Action alternative because the
hi gh-risk individual will be identified prior to boarding. In addition
to this security benefit, there is an estimated $14 million in costs
avoi ded annual ly.

(4) A 120-minute transmi ssion requirenent--his rule would require
carriers to submt manifests 120 m nutes prior to departure. The costs
woul d be hi gher than under the final rule because originating
passengers, not just connecting passengers, would now be affected.

Hi gh-ri sk passengers woul d be prevented from boarding aircraft. CBP
woul d be able to nore easily coordinate and plan a response to a hit on
the watch lists well before the boardi ng process began.

This alternative would be quite disruptive because even though
passengers and carriers would have the predictability of a pre-
deternined transm ssion tinme, passenger check-in at the origina
departure airport would be greatly affected. Instead of passengers
checking in 2 hours prior to departure, carriers would have to advise
passengers to arrive even earlier to assure tinely nanifest
transm ssi on.

We assune that 20 percent of passengers on large carriers and 5
percent of passengers on small carriers will be delayed an average of 6
hours and will need to be rerouted. W assune that 30 percent of
passengers would need to arrive at the airport 1 hour earlier than

previously. First-year costs are $3.4 billion, average recurring costs
are $4.3 billion per year, and 10-year present value costs are $33.8
billion (7 percent discount rate) and $40.8 billion (3 percent discount
rate).

Benefits are higher than the No Action alternative because a high-
ri sk individual would be prevented from boarding or departing on an
aircraft destined to or departing fromthe United States. Benefits are
slightly higher than under the final rule because in some instances,
the high-risk passenger's baggage woul d not reach the aircraft.

O herwi se, the results achi eved do not change appreciably given the
extra time. Nonetheless, this procedure would be consistent with the
protective security purposes of ATSA, EBSVERA, and | RTPA.

The follow ng table summarizes the costs and benefits of the
regul atory alternatives:
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Conmpari son of Costs and Benefits of the Rule and Regulatory Alternatives

Final rule
———————————————————————————————————————— 60-m nute API S 120-m nute API S
30-m nute option AQQ option
First-year costs................ $118 mllion...... $185 million...... $265 mllion...... $3.4 billion
Average recurring costs......... $152 million...... $94 million....... $343 million...... $4.3 billion
10-year PV costs (7% ........... $1.2 billion...... $827 million...... $2.7 billion...... $33.8 billion
10-year PV costs (399 ........... $1.4 billion...... $976 million...... $3.2 billion...... $40.8 billion
Aver age cost per passenger...... $0.36-%$1.55....... $0.36-$1.03....... $1.37-$3.45....... $17. 39- $43. 81
Benefits conparison to No Action Higher (risk H gher (risk Hi gher (risk Hi gher (risk

identified prior
to boarding).

identified prior
to boarding).

identified prior
to boarding).

identified prior
to boarding).

Benefits conmparison to Final ... .. .. . . . . .. e Conpar abl e Conpar abl e
Rul e. (security (security
benefits + $14 benefits + $14
mllion in costs mllion in costs
avoi ded annual ly). avoided
annual | y) .

[[ Page 48341]]

Accounti ng Statenent
As required by OVMB Circular A-4 (available at http://ww. whitehouse. gov/onb/circul ars/index. htm

), DHS (through CBP) has

prepared an accounting statenment showi ng the classification of the
expendi tures associated with this rule. The table provides our best
estimate of the dollar anmount of these costs and benefits, expressed in

2005 dollars, at three percent and seven percent discount rates. W
estimate that the cost of this rule will be approximtely $126.8
mllion annualized (7 percent discount rate) and approxi mately $126.2
mllion annualized (3 percent discount rate). Quantified benefits are

$14.9 mllion annualized (7 percent discount rate) and $15.0 mllion
annual i zed (3 percent discount rate). The non-quantified benefits are
enhanced security.

Classification of Expenditures,
(2005 Dol |l ars)

Accounting Statenent: 2006 Through 2016
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3% di scount rate 7% di scount rate
COSTS
Annual i zed nonetized costs...... $126.2 mllion.... $126.8 mllion
Annual i zed quantified, but un- None.............. None.
noneti zed costs.
Qualitative (un-quantified) None.............. None.
costs.
BENEFI TS
Annual i zed nonetized benefits... $15.0 million..... $14.9 mllion
Annual i zed quantified, but un- None.............. None.
noneti zed costs.
Qualitative (un-quantified) Enhanced security. Enhanced security.
costs.

In accordance with the provisions of Executive Order 12866, this
regul ati on was reviewed by the Ofice of Managenent and Budget.

B. Regulatory Flexibility Act

We have examined the inpacts of this rule on snall entities as
required by the Regulatory Flexibility Act. A small entity may be a
smal | busi ness (defined as any independently owned and operat ed
busi ness not dominant inits field that qualifies as a small business
per the Small Business Act); a small not-for-profit organization; or a
smal | governnental jurisdiction (locality with fewer than 50, 000
peopl e).

CBP has identified 773 small U.S. air carriers that could be
affected by the rule. CBP does not expect these carriers to experience
great econonic inpacts as a result of the rule. Small carriers do not
need to nodify their reservation systens, their transm ssion nethods,
nor do they have many connecting passengers that may miss their flights
and require rerouting. CBP estimates that, at nost, 5 percent of
passengers on small carriers will be affected by this rule annually. In
the 2005 APIS Rule, we estimated that small carriers transport an
average of 300 passengers annually. As calculated in the " "“Regul atory
Assessnent,'' the total cost of delay per passenger is $118.97, and
only $4.57 of this is incurred by the air carrier. Initial analysis for
the proposed rule estimated the inpacts of a 60-ninute prior to
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departure transm ssion requirenent. Now that the transni ssion
requi rement has changed for this final rule to 30-mnutes prior to the
securing of the aircraft, we estinmate there will be no direct inpacts
to small carriers. The costs of arriving earlier than customary are
incurred only by the passenger.

We conclude, therefore, that this rule will not have a significant
econoni c inpact on a substantial nunber of small entities.

The conpl ete analysis of inpacts to small entities is avail able on
the CBP Wb site at: http://ww.regul ati ons. gov; see also http://ww

. cbp. gov.

C. Unfunded Mandat es Reform Act

Title Il of the Unfunded Mandates Reform Act of 1995 (UMRA),
enacted as Public Law 104-4 on March 22, 1995, requires each Federal
agency, to the extent pernitted by law, to prepare a witten assessnent
of the effects of any Federal nmandate in a proposed or final agency
rule that may result in the expenditure by State, local, and triba
governnents, in the aggregate, or by the private sector, of $100
mllion or nore (adjusted annually for inflation) in any one year.
Section 204(a) of the UVMRA, 2 U.S. C. 1534(a), requires the Federal
agency to develop an effective process to pernit tinmely input by
el ected officers (or their designees) of State, local, and triba

governments on a " “significant intergovernmental nmandate.'' A
““significant intergovernnmental mandate'' under the UMRA is any
provision in a Federal agency regulation that will inmpose an

enforceabl e duty upon State, local, and tribal governnents, in the
aggregate, of $100 million (adjusted annually for inflation) in any one
year. Section 203 of the UVRA, 2 U.S.C. 1533, which suppl enents section
204(a), provides that, before establishing any regul atory requirenents
that mght significantly or uniquely affect small governnents, the
agency shall have devel oped a plan that, anong other things, provides
for notice to potentially affected snall governnents, if any, and for
nmeani ngful and tinmely opportunity to provide input in the devel opnent
of regul atory proposals.

This final rule would not inpose any cost on snmall governnments or
significantly or uniquely affect small governnents. However, as stated
in the " Executive Order 12866'' section of this docunment, CBP has
deternmined that the rule would result in the expenditure by the private
sector of $100 million or nore (adjusted annually for inflation) in any
one year and thus would constitute a significant regulatory action.
Consequently, the provisions of this rule constitute a private sector
mandat e under the UVRA. CBP' s anal ysis of the cost inpact on affected
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busi nesses, summari zed in the "~ Executive Oder 12866'' section of this
docunent and avail able for review by accessing http://ww.regul ati ons. gov; see also http://ww.cbp.gov, is
i ncor porated here

by reference as the assessnent required under Title Il of the UWRA
D. Executive Order 13132 (Federalism

This final rule would not have substantial direct effects on the
States, on the relationship between the National Governnent and the
States, or on the distribution of power and responsibilities anong the
various | evel s of governnent. Therefore, in accordance with Executive
Order 13132, it is determned that this rule does not have sufficient
Federalisminplications to warrant the preparation of a Federalism
summary i npact statenent.

[ [ Page 48342]]
E. Executive Order 12988 (Civil Justice Reform

This rule neets the applicable standards set forth in sections 3(a)
and 3(b)(2) of Executive Order 12988. That Executive Order requires
agenci es to conduct reviews, before proposing |egislation or
promul gating regul ations, to deternmine the inpact of those proposals on
civil justice and potential issues for litigation. The O der requires
that agenci es nmake reasonable efforts to ensure that a regul ation
clearly identifies preenptive effects, effects on existing Federal |aws
and regul ations, any retroactive effects of the proposal, and other
matters. CBP has determined that this regul ation neets the requirenents
of Executive Order 12988 because it does not involve retroactive
effects, preenptive effects, or other matters addressed in the O der.

F. National Environnental Policy Act

CBP has evaluated this rule for purposes of the National
Envi ronnmental Policy Act of 1969 (NEPA, 42 U.S.C. 4321 et seq.). CBP
has determ ned that an environnmental statement is not required, since
this action is non-invasive and there is no potential inmpact of any
ki nd. Record of this deternination has been placed in the rul emaki ng
docket .

G Paperwork Reduction Act
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In connection with the final rule published by DHS/ CBP in Apri
2005, and discussed in this rule, a Paperwork Reduction Act (PRA)
anal ysis was set forth concerning the information collection involved
under that rule (see OVMB No. 1651-0088). The analysis pertained to the
information collection contained in 19 CFR 4.7b, 4.64, 122.49a,

122. 49b, 122.49c, 122.75a, and 122.75b. The final rule published today,
whi ch amends the regul ati on as anended by the April 2005 final rule,
affects only the tinmng and manner of the submni ssion of the information
al ready required under the regulation. The collection of information in
this docunent is contained in 19 CFR 4.64, 122.49a, and 122.75a. An
Informati on Col |l ection Report reflecting a change in the collection
burden due to this final rule has been subnmtted to OB for review, in
accordance with the PRA, under OVB 1651-0088.

An agency nay nhot conduct or sponsor, and a person is not required
to respond to, a collection of information unless the collection of
information displays a valid control nunber.

Esti mated annual reporting and/or recordkeepi ng burden: 30, 669
hours.

Esti mat ed average annual burden per respondent/recordkeeper: 129
m nut es.

Esti mat ed nunber of respondents and/or recordkeepers: 14, 265.

Esti nmat ed annual frequency of responses: 129.

H Signing Authority

This anendnment to the regulations is being issued in accordance
with 19 CFR 0.2(a) pertaining to the authority of the Secretary of
Honel and Security (or his delegate) to prescribe regul ati ons not
related to custons revenue functions.

I. Privacy Statenent

A Privacy | npact Assessment (PlIA) was published in the Federa
Regi ster (70 FR 17857) in conjunction with the April 7, 2005, APIS
Final Rule (70 FR 17820). To address the changes made in this final
rule, DHS is publishing an update to the APIS PIA on its Wb site. DHS
is preparing a separate SORN for APIS for publication in conjunction
with this final rule.
Li st of Subjects

19 CFR Part 4
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Aliens, Custons duties and inspection, Inmigration, Maritine
carriers, Passenger vessels, Reporting and recordkeeping requirenents,
Vessel s.

19 CFR Part 122

Air carriers, Aircraft, Airports, Air transportation, Conmercial
aircraft, Custons duties and inspection, Entry procedure, Reporting and
recor dkeepi ng requirenments, Security neasures.

Amendnents to the Regul ations

0
For the reasons stated in the preanble, parts 4 and 122 of the CBP
regul ations (19 CFR parts 4 and 122) are anended as foll ows:

PART 4--VESSELS | N FOREI GN AND DOVESTI C TRADES

0
1. The general authority citation for part 4 and the specific authority
citation for section 4.64 continue to read as foll ows:

Authority: 5 U.S.C. 301; 19 U S. C 66, 1431, 1433, 1434, 1624;
2071 note; 46 U.S.C. 6015.

* *x * * %

Section 4.64 also issued under 8 U S.C. 1221;

* * * * %

Sec. 4.64 [Anmended]

0

2. Section 4.64 is anended by, in paragraph (b)(2)(i), renoving the
words " "no later than 15 minutes'' and replacing themw th the words
"“no later than 60 m nutes''.

PART 122-- Al R COWERCE REGULATI ONS
0
3. The general authority citation for part 122 and the specific

authority citations for sections 122.49a and 122. 75a continue to read
as follows:
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Authority: 5 U . S.C. 301; 19 U S.C. 58b, 66, 1431, 1433, 1436,
1448, 1459, 1590, 1594, 1623, 1624, 1644, 1644a, 2071 note.

Section 122.49a al so issued under 8 U S.C. 1221, 19 U S.C 1431,
49 U. S. C. 449009.

* * * * *

Section 122.75a al so issued under 8 U S.C. 1221, 19 U S.C 1431.

* *x * % %

0

4. Section 122.49a is anmended by, in paragraph (a), adding in
appropriate al phabetical order the definition of "~ “securing the
aircraft'' and by revising paragraphs (b)(1) and (b)(2), such addition
and revisions to read as foll ows:

Sec. 122.49a Electronic manifest requirenment for passengers onboard
comercial aircraft arriving in the United States.

(a)***

Securing the aircraft. "~ ~Securing the aircraft'' neans the nonent
the aircraft's doors are closed and secured for flight.

* * % * *

(b) Electronic arrival manifest. (1) General. (i) Basic
requi rement. Except as provided in paragraph (c) of this section, an
appropriate official of each conmercial aircraft (carrier) arriving in
the United States fromany place outside the United States nust
transnmit to the Advance Passenger Information System (APIS;, referred to
in this section as the Custons and Border Protection (CBP) system, the
el ectronic data interchange system approved by CBP for such
transmni ssions, an el ectronic passenger arrival manifest covering al
passengers checked in for the flight. A passenger manifest nust be
transmtted separately froma crew nenber manifest required under Sec.
122.49b if transmission is in U S. ED FACT format. The passenger
mani f est nmust be transnitted to the CBP systemat the place and tine
specified in paragraph (b)(2) of this section, in the nmanner set forth
under paragraph (b)(1)(ii) of this section.

(ii) Transm ssion of manifests. A carrier required to nmake
passenger arrival manifest transm ssions to the CBP system under
paragraph (b)(1)(i) of this section nmust make the required
transm ssions, covering all passengers checked in for the flight, in
accordance with either paragraph (b)(1)(ii)(A, (B), (C, or (D of
this section, as foll ows:
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(A) Non-interactive batch transm ssion option. A carrier that
[[ Page 48343]]

chooses not to transmt required passenger mani fests by nmeans of a CBP-
certified interactive electronic transm ssion system under paragraph
(bY(D)(ii)(B), (C, or (D of this section nust make batch nanifest
transmi ssions in accordance with this paragraph (b)(1)(ii)(A) by nmeans
of a non-interactive electronic transm ssion system approved by CBP.
The carrier may nmake a single, conplete batch nmanifest transm ssion
containing the data required under paragraph (b)(3) of this section for
al |l passengers checked in for the flight or two or nore partial batch
mani f est transni ssions, each containing the required data for the
identified passengers and which together cover all passengers checked
in for the flight. After receipt of the manifest information, the CBP
systemw || performan initial security vetting of the data and send to
the carrier by a non-interactive transm ssion nmethod a "~ not-cl eared
instruction for passengers identified as requiring additional security
analysis and a ~"selectee'' instruction for passengers requiring
secondary screening (e.g., additional examni nation of the person and/or
hi s baggage) under applicable Transportation Security Administration
(TSA) requirenents. The carrier nmust designate as a "~ ~selectee'' any
passenger so identified during initial security vetting, in accordance
with applicable TSA requirements. The carrier nust not issue a boarding
pass to, or |oad the baggage of, any passenger subject to a "~ not-
cleared'' instruction and nmust contact TSA to seek resolution of the
"“not-cleared' ' instruction by providing, if necessary, additional

rel evant infornmation relative to the "~ "not-cleared ' passenger. TSA
will notify the carrier if the "“not-cleared'' passenger is cleared for
boardi ng or downgraded to " “selectee'' status based on the additiona
security anal ysis.

(B) Interactive batch transm ssion option. A carrier, upon
obtaining CBP certification, in accordance with paragraph (b)(1)(ii)(E)
of this section, may nmake mani fest transm ssions by neans of an
interactive electronic transmni ssion system configured for batch
transm ssion of data and receipt fromthe CBP system of appropriate
messages. A carrier operating under this paragraph nust make
transmi ssions by transmtting a single, conplete batch manifest
containing the data required under paragraph (b)(3) of this section for
al |l passengers checked in for the flight or two or nore partial batch
mani f ests, each containing the required data for the identified
passengers and whi ch toget her cover all passengers checked in for the
flight. In the case of connecting passengers arriving at the connecting
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airport already in possession of boarding passes for a U. S. -bound
flight whose data have not been collected by the carrier, the carrier
must transmit all required manifest data for these passengers when they
arrive at the gate, or sone other suitable place desighated by the
carrier, for the flight. After receipt of the manifest information, the
CBP systemw || performan initial security vetting of the data and
send to the carrier by interactive electronic transnission, as
appropriate, a “cleared' ' instruction for passengers not matching
against the watch list, a ~"not-cleared ' instruction for passengers
identified as requiring additional security analysis, and a
““selectee'' instruction for passengers who require secondary screening
(e.g., additional exam nation of the person and/or his baggage) under
applicable TSA requirenments. The carrier mnmust designate as a
"“selectee'' any passenger so identified during initial security
vetting, in accordance with applicable TSA requirenents. The carrier
must not issue a boarding pass to, or |oad the baggage of, any
passenger subject to a "~ "not-cleared'' instruction and, in the case of
connecting passengers (as described in this paragraph), the carrier
must not board or |oad the baggage of any such passenger until the CBP
systemreturns a " "cleared'' or " "selectee'' response for that
passenger. \Were a " “selectee'' instruction is received for a
connecting passenger, the carrier nust ensure that such passenger

under goes secondary screeni ng before boarding. The carrier nust seek
resolution of a " "not-cleared ' instruction by contacting TSA and
providing, if necessary, additional relevant information relative to
the " “not-cleared ' passenger. Upon conpletion of the additiona
security analysis, TSAwll notify the carrier if a " "not-cleared
passenger is cleared for boarding or downgraded to " "selectee'' status
based on the additional security analysis. No later than 30 m nutes
after the securing of the aircraft, the carrier nust transmt to the
CBP system a nessage reporting any passengers who checked in but were
not onboard the flight. The nessage nust identify the passengers by a
unique identifier selected or devised by the carrier or by specific
passenger data (e.g., name) and may contain the unique identifiers or
data for all passengers onboard the flight or for only those passengers
who checked in but were not onboard the flight.

(© Interactive individual passenger information transm ssion
option. A carrier, upon obtaining CBP certification, in accordance with
paragraph (b)(1)(ii)(E) of this section, nmay nake manifest
transm ssions by neans of an interactive electronic transm ssion system
configured for transm tting individual passenger data for each
passenger and for receiving fromthe CBP system appropri ate nmessages. A
carrier operating under this paragraph nust make such transni ssions as
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i ndi vi dual passengers check in for the flight or, in the case of
connecting passengers arriving at the connecting airport already in
possessi on of boardi ng passes for a U S.-bound flight whose data have
not been collected by the carrier, as these connecting passengers
arrive at the gate, or sone other suitable place designated by the
carrier, for the flight. Wth each transm ssion of manifest information
by the carrier, the CBP systemw |l performan initial security vetting
of the data and send to the carrier by interactive electronic

transm ssion, as appropriate, a "cleared ' instruction for passengers
not matching against the watch list, a ~"not-cleared'' instruction for
passengers identified as requiring additional security analysis, and a
"“selectee'' instruction for passengers requiring secondary screening
(e.g., additional exam nation of the person and/or his baggage) under
applicable TSA requirenments. The carrier mnmust designate as a
"“selectee'' any passenger so identified during initial security
vetting, in accordance with applicable TSA requirenents. The carrier
must not issue a boarding pass to, or |oad the baggage of, any
passenger subject to a ~"not-cleared' ' instruction and, in the case of
connecting passengers (as described in this paragraph), must not board
or | oad the baggage of any such passenger until the CBP systemreturns
a cleared'' or "~“selectee'' response for that passenger. Were a
““selectee'' instruction is received by the carrier for a connecting
passenger, the carrier nust ensure that secondary screening of the
passenger i s conducted before boarding. The carrier nust seek
resolution of a ~"not-cleared'' instruction by contacting TSA and
providing, if necessary, additional relevant information relative to
the " “not-cleared ' passenger. Upon conpletion of the additiona
security analysis, TSAwll notify the carrier if a " "not-cleared
passenger is cleared for boarding or downgraded to ~“selectee'' status
based on the additional security analysis. No later than 30 m nutes
after the securing of the aircraft, the carrier nust transmt to the
CBP system a nessage reporting any passengers who checked in but were
not onboard the

[[ Page 48344]]

flight. The nessage nust identify the passengers by a unique identifier
sel ected or devised by the carrier or by specific passenger data (nane)
and may contain the unique identifiers or data for all passengers
onboard the flight or for only those passengers who checked in but were
not onboard the flight.

(D) Conbi ned use of interactive nmethods. If certified to do so, a
carrier may make transm ssions under both paragraphs (b)(1)(ii)(B) and
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(C of this section for a particular flight or for different flights.

(E) Certification. Before nmaking any required manifest
transmi ssi ons under paragraph (b)(1)(ii)(B) or (C) of this section, a
carrier nmust subject its electronic transnission systemto CBP testing,
and CBP nust certify that the carrier's systemis then presently
capabl e of interactively comunicating with the CBP system for
effective transni ssion of manifest data and recei pt of appropriate
nessages in accordance with those paragraphs.

(2) Place and tinme for subm ssion. The appropriate official
specified in paragraph (b)(1)(i) of this section (carrier) nust
transmit the arrival manifest or manifest data as required under
paragraphs (b)(1)(i) and (ii) of this section to the CBP system (CBP
Data Center, CBP Headquarters), in accordance with the foll ow ng:

(i) For manifests transmtted under paragraph (b)(1)(ii)(A) or (B)
of this section, no later than 30 minutes prior to the securing of the
aircraft;

(ii) For manifest information transmtted under paragraph
(b)(1)(ii)(C of this section, no later than the securing of the
aircraft;

(iii) For flights not originally destined to the United States but
diverted to a U S. port due to an energency, no later than 30 m nutes
prior to arrival; in cases of non-conpliance, CBP will take into
consi derati on whether the carrier was equi pped to nmake the transm ssion
and the circunstances of the energency situation; and

(iv) For an aircraft operating as an air anmbul ance in service of a
medi cal emergency, no later than 30 minutes prior to arrival; in cases
of non-conpliance, CBP will take into consideration whether the carrier
was equi pped to nake the transm ssion and the circunstances of the
energency situation

* * * * *

0
5. Section 122.75a is anended by revising paragraphs (b)(1) and (b)(2),
to read as foll ows:

Sec. 122.75a Electronic manifest requirements for passengers onboard
comercial aircraft departing fromthe United States.

* % % % %

(b) Electronic departure manifest. (1) Ceneral. (i) Basic
requi rement. Except as provided in paragraph (c) of this section, an
appropriate official of each commercial aircraft (carrier) departing
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fromthe United States en route to any port or place outside the United
States nust transmt to the Advance Passenger |Information System (APIS;
referred to in this section as the Custons and Border Protection (CBP)
systen), the electronic data interchange system approved by CBP for
such transm ssions, an el ectronic passenger departure nmanifest covering
al | passengers checked in for the flight. A passenger manifest nust be
transnmitted separately froma crew nmenber nmanifest required under Sec.
122.75b if transmssion is in U S. ED FACT format. The passenger

mani fest nmust be transmtted to the CBP systemat the place and tine
specified in paragraph (b)(2) of this section, in the nmanner set forth
under paragraph (b)(1)(ii) of this section.

(ii) Transm ssion of manifests. A carrier required to make
passenger departure manifest transm ssions to the CBP system under
paragraph (b)(1)(i) of this section nmust nake the required
transmi ssions covering all passengers checked in for the flight in
accordance wth either paragraph (b)(1)(ii)(A), (B), (C, or (D of
this section, as follows:

(A) Non-interactive batch transm ssion option. A carrier that
chooses not to transmt required passenger mani fests by nmeans of a CBP-
certified interactive electronic transm ssion system under paragraph
(BY(D)(ii)(B), (C, or (D of this section nust make batch nanifest
transmi ssions in accordance with this paragraph (b)(1)(ii)(A) by neans
of a non-interactive electronic transm ssion system approved by CBP.
The carrier may nake a single, conplete batch nanifest transm ssion
containing the data required under paragraph (b)(3) of this section for
al |l passengers checked in for the flight or two or nore partial batch
mani f est transni ssions, each containing the required data for the
identified passengers and which together cover all passengers checked
in for the flight. After receipt of the manifest information, the CBP
systemw || performan initial security vetting of the data and send to
the carrier by a non-interactive transm ssion nmethod a "~ not-cl eared
instruction for passengers identified as requiring additional security
analysis and a " “selectee'' instruction for passengers requiring
secondary screening (e.g., additional examn nation of the person and/or
hi s baggage) under applicable Transportation Security Administration
(TSA) requirenents. The carrier nmust designate as a "~ ~selectee'' any
passenger so identified during initial security vetting, in accordance
with applicable TSA requirements. The carrier nust not issue a boarding
pass to, or |oad the baggage of, any passenger subject to the " not-
cleared'' instruction and nmust contact the Transportation Security
Admi nistration (TSA) to seek resolution of the " "not-cleared
instruction by providing, if necessary, additional relevant information
relative to the "“not-cleared'' passenger. TSAwill notify the carrier
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if a " not-cleared'' passenger is cleared for boarding or downgraded to
"“selectee'' status based on the additional security analysis.

(B) Interactive batch transm ssion option. A carrier, upon
obtaining CBP certification, in accordance with paragraph (b)(21)(ii)(E)
of this section, may nmake mani fest transm ssions by neans of an
interactive electronic transm ssion system configured for batch
transmi ssion of data and receipt fromthe CBP system of appropriate
nessages. A carrier operating under this paragraph nust nmake nmanif est
transm ssions by transmtting a single, conplete batch manifest
containing the data required under paragraph (b)(3) of this section for
al | passengers checked in for the flight or two or nore partial batch
mani f ests, each containing the required data for the identified
passengers and whi ch together cover all passengers checked in for the
flight. In the case of connecting passengers arriving at the connecting
airport already in possession of boarding passes for a flight departing
fromthe United States whose data have not been collected by the
carrier, the carrier nmust transnt required manifest data for these
passengers when they arrive at the gate, or some other suitable place
designated by the carrier, for the flight. After receipt of the
mani fest information, the CBP systemwill performan initial security
vetting of the data and send to the carrier by interactive electronic
transmi ssion, as appropriate, a "~ “cleared' ' instruction for passengers
not mat ching against the watch list, a ~"not-cleared' ' instruction for
passengers identified as requiring additional security analysis, and a
““selectee'' instruction for passengers who require secondary screening
(e.g., additional exam nation of the person and/or his baggage) under
applicable TSA requirenments. The carrier mnmust designate as a
"“selectee'' any passenger

[[ Page 48345]]

so identified during initial security vetting, in accordance with
applicable TSA requirenents. The carrier nust not issue a boarding pass
to, or | oad the baggage of, any passenger subject to a " "not-cleared'
instruction and, in the case of connecting passengers (as described in
this paragraph), the carrier nmust not board or |oad the baggage of any
such passenger until the CBP systemreturns a " “cleared ' or
"“selectee'' response for that passenger. Were a " sel ectee'
instruction is received for a connecting passenger, the carrier mnust
ensure that such passenger undergoes secondary screeni ng before
boardi ng. The carrier nmust seek resolution of a "~ "not-cleared
instruction by contacting TSA and providing, if necessary, additiona
relevant infornmation relative to the "~ not-cleared ' passenger. Upon
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conpletion of the additional security analysis, TSAwll notify the
carrier if a ""not-cleared ' passenger is cleared for boardi ng or
downgraded to "~ selectee'' status based on the additional security
analysis. No later than 30 mnutes after the securing of the aircraft,
the carrier nust transmt to the CBP system a nessage reporting any
passengers who checked in but were not onboard the flight. The nessage
nust identify the passengers by a unique identifier selected or devised
by the carrier or by specific passenger data (nane) and may contain the
unique identifiers or data for all passengers onboard the flight or for
only those passengers who checked in but were not onboard the flight.
(O Interactive individual passenger information transmn ssion
option. A carrier, upon obtaining CBP certification, in accordance with
paragraph (b)(1)(ii)(E) of this section, may nake manifest
transmni ssions by nmeans of an interactive electronic transm ssion system
configured for transmtting individual passenger data for each
passenger and for receiving fromthe CBP system appropriate nessages. A
carrier operating under this paragraph nmust make such transni ssions as
i ndi vi dual passengers check in for the flight or, in the case of
connecting passengers arriving at the connecting airport already in
possessi on of boardi ng passes for a flight departing fromthe United
St at es whose data have not been collected by the carrier, as these
connecting passengers arrive at the gate, or sonme other suitable place
designated by the carrier for the flight. Wth each transm ssion of
mani fest information by the carrier, the CBP systemw || performan
initial security vetting of the data and send to the carrier by
interactive electronic transm ssion, as appropriate, a " cleared
i nstruction for passengers not matching against the watch list, a
“"not-cleared'' instruction for passengers identified during initial
security vetting as requiring additional security analysis, and a
"“selectee'' instruction for passengers requiring secondary screening
(e.g., additional exam nation of the person and/or his baggage) under
applicable TSA requirenments. The carrier mnmust designate as a
"“selectee'' any passenger so identified during initial security
vetting, in accordance with applicable TSA requirenents. The carrier
nmust not issue a boarding pass to, or |oad the baggage of, any
passenger subject to a ~"not-cleared'' instruction and, in the case of
connecting passengers (as described in this paragraph), nust not board
or | oad the baggage of any such passenger until the CBP systemreturns
a  ‘cleared'' or "“selectee'' response for that passenger. Were a
"“selectee'' instruction is received for a connecting passenger, the
carrier nmust ensure that such passenger undergoes secondary screening
bef ore boardi ng. The carrier nust seek resolution of a " not-cleared
i nstruction by contacting TSA and providing, if necessary, additiona
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relevant infornmation relative to the "~ not-cleared ' passenger. Upon
conpl etion of the additional security analysis, TSAwll notify the
carrier if a "“not-cleared' ' passenger is cleared for boardi ng or
downgraded to "~ “selectee'' status based on the additional security
analysis. No later than 30 minutes after the securing of the aircraft,
the carrier nmust transmt to the CBP system a nessage reporting any
passengers who checked in but were not onboard the flight. The nessage
nust identify the passengers by a unique identifier selected or devised
by the carrier or by specific passenger data (nanme) and may contain the
unique identifiers or data for all passengers onboard the flight or for
only those passengers who checked in but were not onboard the flight.

(D) Combined use of interactive nethods. If certified to do so, a
carrier may make transm ssions under both paragraphs (b)(1)(ii)(B) and
(C of this section for a particular flight or for different flights.

(E) Certification. Before making any required manifest
transm ssi ons under paragraph (b)(1)(ii)(B) or (C) of this section, a
carrier nmust subject its electronic transnission systemto CBP testing,
and CBP nust certify that the carrier's systemis then presently
capabl e of interactively comunicating with the CBP system for
effective transni ssion of manifest data and recei pt of appropriate
nessages under those paragraphs.

(2) Place and tinme for submnission. The appropriate official
specified in paragraph (b)(1)(i) of this section (carrier) mnust
transmt the departure manifest or manifest data as required under
paragraphs (b)(1)(i) and (ii) of this section to the CBP system (CBP
Data Center, CBP Headquarters), in accordance with the follow ng:

(i) For manifests transmtted under paragraph (b)(1)(ii)(A) and (B)
of this section, no later than 30 mnutes prior to the securing of the
aircraft;

(ii) For manifest information transmtted under paragraph
(b)(1)(ii)(C) of this section, no later than the securing of the
aircraft; and

(iii) For an aircraft operating as an air ambul ance in service of a
nmedi cal energency, no later than 30 nminutes after departure.

* * * * %

W Ral ph Basham
Conmi ssi oner, Custons and Border Protection

Appr oved:
M chael Chert of f,

Secretary.
[ FR Doc. E7-15985 Filed 8-22-07; 8:45 anj
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